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Annex A: 
Comparison with alternative approaches 
An alternative approach is to use password-based authentication for early IMS implementations. For example, HTTP 
Digest could be used for authenticating the IMS subscriber. HTTP Digest method is a widely supported authentication 
mechanism. It is not dependent of the GPRS network and it does not require new functional elements or interfaces in 
IMS network.  However, tThis method would require a subscriber-specific password to be provisioned on the IMS 
terminal. Compared with the approach specified in section 7, password-based authentication has the following 
disadvantages: 

- It imposes restrictions on the type of charging schemes that can be adopted. In particular, if a subscriber could 
find out his or her own password from an insecure implementation on the terminal, then he or she could share the 
IMS subscription with friends. This could impact revenue for the operator if bundled or partly subscription based 
tariffs are used rather than purely usage based tariffs. For example, a subscriber could take out a subscription for 
100 instant messages and then share this with his or her friends. Although contractual obligations could be 
imposed on customers to prohibit this behaviour, in practice this would be difficult to enforce. If charging were 
purely usage based then there would be no incentive for the subscriber to do this (and no impact on operator 
revenue). The solution specified in section 7 is flexible in allowing a range of different charging models 
including bundled or partly subscription based tariffs. 

- It provides a weak form of subscriber authentication compared with the levels of authentication used for other 
services offered over 3GPP networks, where authentication is typically based directly or indirectly on the 
(U)SIM. This has implications on the reliability of charging, and on the level of assurance that can be given to 
the customer that their communications cannot be masqueraded. In the solution specified in section 7, 
authentication of the IMS subscriber is indirectly based on (U)SIM authentication at the GPRS level. The level 
of security is similar to that currently used for certain WAP services, where the user’s MSISDN is provided by 
the GGSN to the WAP gateway. Security does not rely on the terminal securely storing any long-term secret 
information (e.g. passwords).  

- Provisioning is more complex since subscriber-specific information (i.e. passwords) must be installed in each 
mobile. 
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