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1. Overall Description:

T3 thanks SA3 for their liaison statement (S3-040181) on ‘Status of VGCS work in SA3’.

T3 has prepared a change request to its specification TS 31.102 to support the VGCS key derivation process on the USIM (see attached document T3-040327). SA3 is welcome to comment on the attached document.

T3 would like to have confirmation from SA3 on the following issues:

1-  Does SA3 intend to assign one ciphering algorithm identifier per VGCS group (which is the current assumption of T3), or one per key (assuming that there are two keys for each group), or one algorithm for the VGCS?

2- Does the SA3 work encompass VBS security in the same way as VGCS? Applying a similar mechanism to VBS could enable the operator to charge the subscriber accordingly.

T3 thanks SA3 for its cooperation and welcome further SA3 liaison on this matter.

2. Actions:

To SA3

ACTION: 
TSG-T WG3 asks SA3 to provide clarification on the above issues and welcomes comments on the attached document.
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