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********* the addition************ 

4.1.4 Requirements on protocol A (Ub) 

The requirements for protocol A (Ub) are: 
 

• The BSF shall be able to identify the UE. 
 

• The BSF and the UE shall be able to authenticate each other based on AKA. 
 

• The BSF shall be able to send a transaction identifer to UE. 
 

4.1.5 Requirements on protocol C (Zh) 

The requirements for protocol C (Zh) are: 
 

• The BSF is able to communicate securely with the subscriber's HSS. 
 

• The BSF is able to send bootstrapping information request concerning a subscriber. 
 

• The HSS is able to send authentication vectors to the BSF. 
 

• The HSS is able to send the subscriber's GAA profiles to the BSF. 
 

• No state information concerning bootstrapping is required in the HSS. 
 

• All procedures are initiated by the BSF. 
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