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************* FIRST CHANGED SECTION ************** 

Annex I (normative): 
Key expansion functions for IPsec ESP 
If the selected authentication algorithm is HMAC-MD5-96 then IKESP = IKIM. 

If the selected authentication algorithm is HMAC-SHA-1-96 then IKESP is obtained from IKIM by appending the 32 
most significant bits32 zero bits of IKIM to the end of IKIM to create a 160-bit string. 
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