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1. Scope and objectives

This CR proposes that the IK derived from IMS AKA which is 128 bit long should be expanded to 160 bit since this is required by an IPSec implementation as defined in [RFC 2404]. The proposed scheme is that the key K, which is fed into the HMAC, is IK padded with 4 zero bytes 0x00:


K=IK||0x00||0x00||0x00||0x00

Hence K is a 160 bit key with entropy equal to the entropy of IK.
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