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6.1.5 Integrity protection indicator 

In order to decide whether a REGISTER request from the UE needs to be authenticated, the S-CSCF needs to know 
about the integrity protection applied to the message. The P-CSCF attaches an indication to the REGISTER request to 
inform the S-CSCF that the message was integrity protected if 

- the P-CSCF receives a REGISTER containing an authentication response and the message is protected with 
the SA created during this authentication procedure ; or 

- the P-CSCF receives a REGISTER not containing an authentication response and the message is protected 
with the SA created by latest successful authentication (from the P-CSCF perspective). 

For all other REGISTER requests the P-CSCF attaches an indication that the REGISTER request was not integrity 
protected or ensures that there is no indication about integrity protection in the message. 
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