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1. Overall Descriptions: 

TSG-SA2 thanks TSG-SA3 for their LS S3-020145 (S2-021090) on “Enhanced user privacy for location 
services”. TSG-SA2 also thanks TSG-SA1 for their LS S1-020860 (S2-021282) to SA3 on “new security 
requirements for LCS”.  
TSG-SA2 shares the TSG-SA1’s view described in their LS back to SA3 (S1-020860). In addition, TSG-SA2 
would like to mention that, in the current LCS stage 2 specification (TS23.271 v5.2.0), requestor should be 
authenticated by LCS client. The actual method of the authentication is not standardized, since the interface 
between LCS client and requestor is outside the scope of 3GPP.  
 
2. Actions: 

None 

 
3. Attachments: 

None 

 
4. Next SA2 meeting. 

SA2#25,  Finland, 24th–28th Jun, 2002 
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