Update information –TS 33.210


Update information 

This document describes updates from version 070 to version 080.

The changes between v070 and v080 are mostly minor ones. There are a few editorial fixes like correcting reference numbers and table number etc. Then there are a few instances of now-redundant text that has also been deleted.

Change tracking note:

· Header info (version no. and month) exempted from change tracking

· TOC changes exempted form change tracking

To avoid excessive change bars (which would mask out the current marking) the following was exempted from change tracking:

· Moving “Security protection for GTP” from section 6 to Annex B

· Moving “Security protection of IMS protocols” from section 7 to Annex C

Open issues from SA3#21

Section 6 (Security protection for GTP) and section 7 (Security protection of IMS protocols) was not agreed at SA3#21. Thus, change bars have been kept as they were, except from a minor change done on-line at SA3#21 (which affects NOTE-2 on GTP-U in what is now Annex B.2). 

As agreed section 6 and 7 has been moved to annex B and C respectively. 

The whole of annex B and C is to be regarded as open with respect to the email approval.

Open issues to be handled later

As mentioned in S3-010670 we may consider specifying which IP version to use on the Za-interface in order to make sure that there are as few obstacles as possible to interoperability between security domains. Still, this part can safely wait until the ad-hoc in January or the SA3 plenary in late February.

· Za-interface (SEG-SEG) (this issue has not yet been discussed by SA3)

Interoperability has been one of our main concerns for this interface. Given that the core network allows for both IPv4 and IPv6 to be used, we should realize that we have the potential problem of IP version incompatibility over Za. 

This potential problem could be addressed in various ways, including the following:

· Requiring both IPv4 and IPv6 to be supported by all SEGs (dual stacks)

· Requiring Transition Gateway (TrGW) services to be available to the SEGs in order to convert IKE-over-IPv4 to IKE-over-IPv6 and the other way around.

· Requiring all SEGs to support one and only one IP version (preferably IPv6)

· Allowing to types of SEGs: 

· SEG(IPv4) :
Communicates only with other SEG(IPv4)

· SEG(IPv6):
Communicates only with other SEG(IPv6)

Given that interoperability is a great concern to us, we should probably make a decision on this matter and specify exactly how communication over the Za-interface shall handled with respect to the IP version problem.

The following table details the changes:

	Section
	Description

	-all-
	Except from clause 6.2 (=Annex B.2) and 7 (=Annex C), all marked changes in 33.210 v070 was “accepted”.

	Front page
	Version & month changed. (no change bars)

	TOC
	The TOC was updated (without “track changes” on)

	3.3. Abbreviations
	Inclusion of TrGW. See also corresponding change to Annex A

	GTP
	Moved from section 6 to Annex B



	IMS
	Moved from section 7 to Annex C

	Annex B
	The previous Annex B has now become Annex D

	
	

	5.2.1 SPD
	Deletion of “and shall be regulated by a well-defined set of standardised NDS/IP protection profiles” from the last sentence.

This part should have been removed quite some time ago when we decided that we were not going to standardize protection profiles for NDS/IP. (See also similar change to 5.5)

	5.3.2 Support …
	Changed Zc to Zb in the last sentence

	5.3.4 Support of ESP authentication transforms
	There were some formatting errors in the text that I corrected. So the resulting text is slightly different from the original proposed in contribution S3-010616 (Nokia).  

	5.4
	Inclusion of “IKE SA lifetime” text. 

This was suggested in S3-01582 and agreed in principle by SA3#21, but the actual text was not presented to SA3#21 and thus this inclusion is open for discussion in the email appoval procedure.

	5.5 Security Policy Granularity
	Deletion of “according to a standardised set of NDS/IP protection profiles” from the second last sentence.

This part should have been removed quite some time ago when we decided that we were not going to standardize protection profiles for NDS/IP. (See also similar change to 5.2.1)

	5.6.1 NDS architecture outline
	The last paragraph seemed to need a little clarification. So reformulated some of the text and hopefully made it more accurate.

Figure-1: Changed Zc to Zb (no change bars here)

	5.6.2
	Definition of Za –interface

Included an editor’s note to say that we may consider specifying which IP version to use over Za in order to facilitate interoperability.

	6.2 Interface description
	For some reason the definition of Za now no longer says anything about the use of ESP. So I copied and adapted this from Zb into the Za-interface bullet point.

Then additionally, I made a change to use the new “NDS/IP traffic” definition.

	Annex A
	Inclusion of TrGW.

As mentioned in the update-information between v060 and v070 (S3-010670) we should probably mention TrGWs. So I have added some material on TrGW to annex A.There is also a corresponding update to the section 3.3 Abbreviations.

	Annex B.2

(after the move)
	NOTE-2:   Changed the last sentence from: 

“It should be noted that NDS/IP support for GTP-U is not mandatory.” to 

“It should be noted that NDS/IP support for GTP-U is outside the scope of this specification.”


/Geir M. Køien, Telenor R&D
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