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… 

 

3.1 Definitions 
For the purposes of the present document, the terms and definitions defined in 3GPP TR 21.905 [2] and 3GPP 
TS 22.140 [1] and the following apply: 

Abstract message: information which is transferred between two MMS entities used to convey an MM and/or 
associated control information between these two entities 

NOTE 1: The application protocol framework and technical realisation of MMS service features is described in 
terms of abstract messages in the present document. 
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Delivery Report: feedback information provided to an originator MMS User Agent by an MMS Relay/Server about the 
status of the delivery of an MM 

External Server: network entity/application of an external system such as Internet email, unified messaging system or 
facsimile to which MMs may be sent to and/or from which MMs may be received by an MMS User Agent via an MMS 
service provider 

NOTE 2: An External Server is connected to that MMS Service Provider via non-MMS-specific protocols.  

Forwarding MMS User Agent: MMS User Agent that is the intended recipient of an MM, that requests forwarding of 
the MM for delivery to other recipient(s) without having to first download the MM 

Forwarded MM: MM originally sent from a sender to an intended recipient which is then forwarded to other 
recipient(s) and to which a delivery report and/or read-reply report may refer and which may be subject to further 
forwarding 

MM Delivery: act of a recipient MMS Relay/Server delivering an MM to a recipient MMS User Agent 

MM Submission: act of an originator MMS User Agent submitting an MM to the originator MMS Relay/Server 

MMSNA: Multimedia Messaging Service Network Architecture encompasses all the various elements that provide a 
complete MMS to a user 

MMSE: collection of MMS-specific network elements under the control of a single administration 

MMS Relay/Server: MMS-specific network entity/application that is under the control of an MMS service provider 

NOTE 3: An MMS Relay/Server transfers messages, provides operations of the MMS that are specific to or 
required by the mobile environment and provides (temporary and/or persistent) storage services to the 
MMS. 

MMS User Agent: application residing on a UE, an MS or an external device that performs MMS-specific operations 
on a user’s behalf 

NOTE 4: An MMS User Agent is not considered part of an MMSE. 

MMS VAS Applications: Applications providing Value Added Services (e.g. news service or weather forecasts) to 
MMS users. 

Original MM: (initial) MM sent from a sender to a recipient and to which a delivery report and/or a read-reply report 
and/or a reply-MM may refer and/or which may be subject to being forwarded 

Originator MMSE: MMSE associated with the sender of an MM 

Originator MMS Relay/Server: MMS Relay/Server associated with the sender of an MM 

Originator MMS User Agent: MMS User Agent associated with the sender of an MM 

Originator VASP: VASP which is sending an MM 

Read-Reply Report: feedback information to an originator MMS User Agent by a recipient MMS User Agent about 
the status of handling/rendering of an original MM in a recipient MMS User Agent 

Recipient MMSE: MMSE associated with the recipient of an MM 

Recipient MMS Relay/Server: MMS Relay/Server associated with the recipient of an MM 

Recipient MMS User Agent: MMS User Agent associated with the recipient of an MM 

Recipient VASP: VASP which is receiving an MM 

Reply-MM: the first reply accepted by the recipient MMS Relay/Server (after checking the reply charging limitations, 
such as the latest time of submission)in case of reply-charging  

Transaction: message pair sent between an MMS User Agent and MMS Relay/Server, or between MMS Relay/Servers 

… 

6.9 MM7: MMS Relay/Server – MMS VAS Applications 
Reference point MM7 is used to transfer MMs from MMS Relay/Server to MMS VAS applications and to transfer 
MMs from MMS VAS applications to MMS Relay/Server. This functionality is further elaborated in section 7.1.11.  
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This reference point shall be based on existing protocols e.g. SMTP or HTTP for this release of the specification. Future 
releases may propose a mandatory protocol and encoding schemes. The service provider may decide to use an encoding 
format in this reference point, which uses the encoding implementation used in the MM1 reference point. 

… 

7.1.5 Delivery Report 

The MMS Relay/Server shall support the delivery reporting service. Delivery reports shall only be generated for MMs. 

The originator MMS User Agent or VASP may be able to request a delivery report for a specific MM. 

Within an MM notification or upon MM retrieval the recipient MMS User Agent may receive an indication that a 
delivery report is requested for the MM. 

Within either a response to a notification or a response to an MM’s delivery, the recipient MMS User Agent may 
request a delivery report not to be generated by the MMS Relay/Server. When a VASP has requested the delivery report 
the MMS Relay/Server must send the delivery report regardless of the MMS User Agent’s request. 

The originator MMS Relay/Server shall generate a delivery report if a delivery report has been requested by the 
originator MMS User Agent or VASP 

• upon routing forward the MM, in case the peer entity is not known by the MMS Relay/Server  

• upon routing forward the MM, in case that originator is VASP 

The recipient MMS Relay/Server shall generate a delivery report if a delivery report has been requested by the 
originator MMS User Agent and if the recipient MMS User Agent did not request a delivery report not to be generated 
or in any case that a VASP has requested a delivery report  

• upon receipt of a response to a notification, in case the MM is rejected by the recipient MMS User Agent 

• upon receipt of a forwarding request, in case the MM is forwarded  by the recipient MMS User Agent to other MM 
recipient(s), without prior retrieval. 

• upon receipt of a response to an MM’s delivery, in case the MM is retrieved by the MM recipient  

• upon expiry of the MM, in case the MM is not rejected and not retrieved by the MM recipient before the expiry 

The originator MMS User Agent or VASP, i.e. the MMS User Agent or VASP receiving the delivery report, may match 
the delivery report to the sent MM by retaining the message identification of the sent MM and comparing it to the 
received delivery report, which shall contain the message identification of the original MM. In case of multiple MM 
recipients, it is necessary for the originator MMS User Agent or VASP to retain the MM recipient addresses as well, to 
match the delivery report to the sent MM. 

If a delivery report has been requested by the originator MMS User Agent and if the recipient MMS User Agent did not 
request a delivery report not to be generated, or in any case that the request for the delivery report comes from a VASP,  
the recipient MMS Relay/Server 

• shall generate the delivery report 

• shall deliver the delivery report to the originator MMS Relay/Server.  

• shall be responsible for the storage of delivery reports in the network until the originator MMS Relay/Server 
becomes reachable or until the delivery report expires 

Within the delivery report the recipient MMS Relay/Server 

• shall provide the MM originator address to the originator MMS Relay/Server. 

• shall provide the MM recipient address to the originator MMS Relay/Server. 

• shall provide the identification of the original MM for which the delivery report has been generated to the 
originator MMS Relay/Server. 
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• shall provide status information how the MM was handled (e.g. expired, rejected, delivered, forwarded or 
indeterminate) to the originator MMS Relay/Server 

• shall provide a time stamp when the MM was handled to the originator MMS Relay/Server 

For each MM recipient of the original MM for which the delivery report has been generated and becomes available at 
the originator MMS Relay/Server, the originator MMS Relay/Server  

• shall deliver the delivery report to the originator MMS User Agent (i.e. the recipient MMS User Agent of the 
delivery report) or VASP.  

Within the delivery report the originator MMS Relay/Server 

• shall provide the MM recipient’s address to the originator MMS User Agent (the recipient MMS User Agent of the 
delivery report) or VASP. 

• shall provide the identification of the original MM for which the delivery report has been generated to the 
originator MMS User Agent (the recipient MMS User Agent of the delivery report) or VASP. 

• shall be responsible for the storeage of delivery reports in the network until the originator MMS User Agent  
becomes reachable (e.g. user moves back into coverage, switches MMS User Agent on) or until the delivery report 
expires 

• should store delivery reports until the VASP becomes reachable (e.g. in case of transport failure towards the 
VASP) or until the delivery report expires 

7.1.6 Read-Reply Report 

The MMS Relay/Server shall support the read-reply reporting service. Read-reply reports shall only be generated for 
MMs. 

Upon MM submission the originator MMS User Agent or VASP may be able to request a read-reply report for a 
specific MM. 

Upon MM retrieval the recipient MMS User Agent may receive an indication that a read-reply report is requested for 
the MM. 

After having handled/rendered the MM the recipient MMS User Agent may generate a read-reply report if requested by 
the originator (MMS User Agent or VASP) and if the originator MMS User Agent address (MMS User Agent or VASP 
address) is available. 

The originator MMS User Agent or VASP, i.e. the MMS User Agent or VASP receiving the read-reply report, may 
match the read-reply report to the sent MM by retaining the message identification of the sent MM and comparing it to 
the received read-reply report, which shall contain the message identification of the original MM. In case of multiple 
MM recipients, it is necessary for the originator MMS User Agent or VASP to retain the MM recipient addresses as 
well as to match the read-reply report to the sent MM. 

If a read-reply report has been requested by the originator MMS User Agent or VASP and if the recipient MMS User 
Agent supports the read-reply feature and if the recipient allows its creation the recipient MMS User Agent shall submit 
the read-reply report to the recipient MMS Relay/Server at the earliest opportunity. 

NOTE: Since the MM recipient has the right to deny this service not receiving a read-reply report does not mean 
the message has not been rendered. 

A read-reply report: 

• shall contain the MM originator’s address 

• shall contain the MM recipient’s address 

• shall contain the message identification of the original MM for which the read-reply report has been generated. 

• shall provide status information how the MM was rendered (e.g. read, deleted without being read) 

• shall provide a time stamp for when the MM was rendered 



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 9 

CR page 9 

The recipient MMS User Agent shall be responsible for the storage of read-reply reports in the UE until the recipient 
MMS Relay/Server becomes reachable (subject to support of the read-reply reporting service by the recipient MMS 
User Agent and storage place being available). 

Upon reception of a read-reply report from a recipient MMS User Agent the recipient MMS Relay/Server 

• may provide a time stamp for the read-reply report, i.e. it may also override the MMS User Agent’s time stamp, 

• shall pass the MM originator address unaltered when routing the read-reply report towards the originator MMS 
User Agent or originator VASP (i.e. the recipient MMS User Agent or recipient VASP of the read reply report) 

• shall insert the MM recipient’s address into the read-reply report if not yet provided 

• may override the address provided by the recipient MMS User Agent in the read-reply report (subject to MMS 
service provider’s preferences)  

• is responsible for resolving the MM originator’s address, 

• is responsible to route the read-reply report towards the originator MMS User Agent or originator VASP of the 
original MM. 

A special case is where the recipient MMS Relay/Server is also the originator MMS Relay/Server. In this case the MM 
does not have to be routed forward. 

… 

7.1.11 Support for Value Added Services (VAS) in MMS 

The MMS Relay/Server may support services, in addition to user-to-user messaging, that are either provided by the 
MMS operator or by third-party Value Added Service Providers (VASP).  Examples of services that may be provided 
as: 

• Messages that originate from the VASP to a single or mass-distribution of recipients. 

• Messages that originate from a MMS Relay/Server to the VASP that may generate a VASP reply or a new 
MM submission. 

 

Note:  MMS Relay/Server may receive multimedia message from MM1, MM3, MM4 or MM7 Reference points 
before routing forward message to the VASP. Messages originated from the VASP may be targeted to the 
recipient via MM1, MM3, MM4 or MM7 Reference points. In a case of the recipient or the originator is 
outside a single MMSE (outside MMSE to which VASP is connected) special functionalities are not 
specified in this release (e.g. the recipient MMS User Agent may deny generating Delivery report). Future 
releases may expand this support across multiple MMSEs. 

7.1.11.1 Authentication 

MM7 should use transport layer security mechanisms to authenticate the VASP in this release.   

For example, if HTTP is used as an MM7 transport, many optional authentication mechanisms are available. The MMS 
Relay/Server or the VASP may use the mechanisms defined in [57],” basic” and “digest” authentication to authenticate 
the VASP during each session established for message submission. Each VASP may send a VASP ID and a password 
before any transactions will be allowed by the MMS Relay/Server.   For additional security, HTTP may be carried over 
a TLS [58] session to the MM7 interface.  

Alternatively, authentication mechanisms based on public/private key cryptography and certificates may also be used. 
Key management is out of scope for this release. 

The VASP may authenticate the MMS Relay/Server using similar mechanisms. 
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7.1.11.2 Authorisation 

The MMS Relay/Server should authorise the VAS to send MM to the MMS UA. The authorisation shall be completed 
during each session established by the VAS. For example, if the VAS attempts to send a MM to the MMS Relay/Server 
when the VAS is not authorized, then the MMS Relay/Server should not permit the operation . 

 

7.1.11.3 Confidentiality 

The interface between MMS Relay/server and VASP may be carried over an encrypted and secure bearer, e.g. HTTP 
over SSL or TLS, or by use of application-layer encryption.  This is an optional feature and may be further elaborated in 
future releases. 

7.1.11.4 Charging Information 

VASP may provide service codes that contain billing information that may be transferred to the MMS Relay/Server and 
passed directly to the billing system without intervention. 

… 

8.7 Technical realisation of MMS on reference point MM7 
This clause may be specified further in future releases. 

The MMSE may support Value Added Services in addition to the basic messaging services defined for MMS.  These 
Value Added Services may be provided by the network operator of the MMSE or by third-party Value Added Service 
Providers (VASP).  This clause defines the interworking between the MMS Relay/Server and the VASP. 

The following figure illustrates an example data-flow of the message exchange involved in a VAS distribution of a MM 
as outlined by the abstract messages specified here: 



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 11 

CR page 11 

00�BVXEPLW�5(4

00�BQRWLILFDWLRQ�5(4

00�BQRWLILFDWLRQ�5(4

00�BQRWLILFDWLRQ�5(6��GHIHUUHG�

00�BQRWLILFDWLRQ�5(6

�UHMHFWHG�

00�BUHWULHYH�5(4

00�BUHWULHYH�5(6

00�BDFNQRZOHGJHPHQW�5(4

00�BVXEPLW�5(6

00�BGHOLYHU\BUHSRUW�5(4

2ULJLQDWRU
006�5HOD\�

6HUYHU
9$63

5HFLSLHQW��
006�8$

5HFLSLHQW�P
006�8$���

00�BGHOLYHU\BUHSRUW�5(6

00�BGHOLYHU\BUHSRUW�5(4

00�BGHOLYHU\BUHSRUW�5(6

 

Figure 1. Sample data flow of MM7 message distribution 

Subsequent sub-clauses will specify the abstract messages that will define the MM7 protocol. 

8.7.1 Submitting a VAS MM 

This section addresses the operations necessary for a VASP to provide the service by sending a multimedia message to 
one or more subscribers or to a distribution list.  The involved abstract messages are outlined in Table 36 from type and 
direction points of view. 

Table 36: Abstract messages for submitting VAS message 

Abstract messages Type Direction 
MM7_submit.REQ Request VASP -> MMS Relay/Server 
MM7_submit.RES Response MMS Relay/Server -> VASP 

8.7.1.1 Normal Operation 

The VASP submits a message to the MMS Relay/Server by sending the MM7_submit.REQ supplying the multimedia 
message (MM) as the payload of the message.  The message may be directed to one or more subscribers or to a 
distribution list.  If the MMS Relay/Server accepts the submission, the MMS Relay/Server must send a 
MM7_submit.RES with a “success” status.  This in no way indicates that the MM was actually delivered to the 
destinations but states that the request has been accepted.  

 

Support for MM7_submit.REQ and MM7_submit.RES is mandatory for all MMS Relay/Servers that support MM7. 

8.7.1.2 Abnormal Operation 

The MMS Relay/Server should reject the MM7_submit.REQ if the VAS cannot be authorized or if the parameters of 
the request exceed the service level for the service being employed.  Similarly, if none of the destinations can be 
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resolved then the response status should indicate an error.  If one or several  (but not all) addresses can be resolved, the 
MMS Relay/Server should deliver the message to those addresses and respond to the VAS using the MM7_submit.RES 
with a partial success to the VASP.  Partial success does not indicate that the MM was actually delivered to the 
destinations but states that the request has been at least partially accepted. 

8.7.1.3 Features 

Authorisation: The VASP must supply its own identifier or the VAS identifier as part of the request. 

Addressing: The VASP may direct the MM to a one or more subscribers or to a distribution list. The originator of a 
submitted MM may be indicated in addressing-relevant information field(s) of the MM7_submit.REQ 

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS 
Relay/Server and VASP.  

Message Type: The type of message used on reference point MM7 indicating MM7_submit.REQ and 
MM7_submit.RES as such. 

Transaction Identification: The VASP shall provide an unambiguous transaction identification within an 
MM7_submit.REQ. The MM7_submit.RES shall unambiguously refer to the corresponding MM7_submit.REQ using 
the same transaction identification. 

Linked message identification: The VASP will supply a message identifier when submitting a message, that defines a 
correspondence to a previous message that was delivered by the MMS Relay/Server to the VASP  

Message class,  priority, and subject: The VASP may qualify the MM further by adding a message class, a priority 
and/or subject to the MM7_submit.REQ.  

Service code:  The VASP may mark the content of the message with a service code that may be transferred by the 
MMS Relay/Server in the form of charging information for use by the billing system to properly bill the user for the 
service being supplied. 

Time stamping: The VASP may time stamp the MM. 

Time constraints: The VASP may request an earliest desired time of delivery of the MM. The VASP may request a 
time of expiry for the MM 

Reply-Charging: The originator VASP may indicate that it wants to pay for a reply-MM and convey the reply-
charging limitations (e.g. the latest time of submission and/or the maximum size of a reply-MM) in the 
MM7_submit.REQ. 

Delivery reporting: The VASP may request a delivery report for the MM 

Read reporting: The VASP may request a read-reply report when the user has viewed the MM.  

Content adaptation restriction: The VASP may request that the content of the MM will not be subjected to content 
adaptation. 

Content type: The MIME type of the multimedia content shall always be identified in the MM7_submit.REQ.  

Content: The VASP may add content in the MM7_submit.REQ. 

Message identification: The MMS Relay/Server shall always provide a message identification for an MM, which it has 
accepted for submission in the MM7_submit.RES.  

Request status: The MMS Relay/Server shall indicate the status of the MM7_submit.REQ in the associated 
MM7_submit.RES. The reason code given in the status information element of the MM7_submit.RES may be 
supported with an explanatory text further qualifying the status.  
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8.7.1.4 Information Elements 

Table 37: Information elements in the MM7_submit.REQ . 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_submit.REQ/ 

MM7_submit.RES pair. 
Message type Mandatory Identifies this message as a MM7_submit request. 
MM7 version Mandatory Identifies the version of the interface supported by the VASP 
VASP ID Optional Identifier of the VASP for this MMS Relay/Server. 
VAS ID Optional Identifier of the originating application. 
Sender address Optional The address of the MM originator. 
Recipient address Mandatory The address of the recipient MM. Multiple addresses are 

possible or the use of the alias that indicates the use of a 
distribution list. 

Service code Optional Information supplied by the VASP which may be included in  
charging information.  The syntax and semantics of the 
content of this information are out of the scope of this 
specification. 

Linked ID Optional This identifies a correspondence to a previous valid message 
delivered to the VASP. 

Message class Optional Class of the MM (e.g. advertisement, information service, 
accounting) 

Date and time Optional The time and date of the submission of the MM (time stamp). 
Time of Expiry Optional The desired time of expiry for the MM. 
Earliest delivery time Optional The earliest desired time of delivery of the MM to the 

recipient. 
Delivery report Optional A request for delivery report. 
Read reply Optional A request for confirmation via a read report to be delivered 

as described in section 8.1 
Reply-Charging Optional A request for reply-charging. 
Reply-Deadline Optional In case of reply-charging the latest time of submission of 

replies granted to the recipient(s). 
Reply-Charging-Size Optional In case of reply-charging the maximum size for reply-MM(s) 

granted to the recipient(s). 
Priority Optional The priority (importance) of the message. 
Subject Optional The title of the whole multimedia message. 
Adaptations Optional Indicates if VASP allows adaptation of the content (default 

True) 
Content type Mandatory The content type of the MM’s content. 
Content Optional The content of the multimedia message 

 

Table 38: Information elements in the MM7_submit.RES . 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_submit.REQ/ 

MM7_submit.RES pair. 
Message type Mandatory Identifies this message as a MM7_submit response. 
MM7 version Mandatory Identifies the version of the interface supported by the MMS 

Relay/Server 
Message ID Conditional If status indicates success then this contains the MMS 

Relay/Server generated identification of the submitted 
message.  This ID may be used in subsequent requests and 
reports relating to this message. 

Request Status Mandatory Status of the completion of the submission, no indication of 
delivery status is implied. 

Request Status text Optional Text description of the status for display purposes, should 
qualify the Request Status code. 

 

8.7.2 Delivery Request 

This section addresses cases where a message that is passed by the MMS Relay/Server to a VASP for processing.  For 
example, this may include cases where the message originated from the MMS User-Agent. 
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The involved abstract messages are outlined in Table 44 from type and direction points of view. 

Table 44: Abstract messages for demanding a service from a VASP 

Abstract messages Type Direction 
MM7_deliver.REQ Request MMS Relay/Server -> VASP  
MM7_deliver.RES Response VASP -> MMS Relay/Server 

8.7.2.1 Normal Operation 

The MMS Relay/Server will deliver messages to the VASP by supplying the MM as the payload of the 
MM7_deliver.REQ.  The message originates, for example, from a MMS User Agent, an external application, or from 
outside the MMSE.  This delivery may include an identification of the request that may be used by the VASP to 
correlate a response to the message.  The VASP should reply with a MM7_deliver.RES message indicating that the 
message has been successfully received and will be processed. 

The following figure illustrates the data flow of a use case where a MMS User Agent requesting a service from a VAS 
that requires a response. 
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Figure 2. Use of MM7_deliver and subsequent response 

Support for MM7_deliver.REQ and MM7_deliver.RES is mandatory for a MMS Relay/Server that supports MM7 

8.7.2.2 Abnormal Operation 

If the VASP cannot identify the requested content then it should indicate the failure in the MM7_deliver.RES status 
fields. 

8.7.2.3 Features 

Authentication: The MMS Relay/Server may supply its own identifier as part of the request. 

Addressing: All relevant address information for the delivery of the message to the VASP – including the addressing 
information from the original message and from the MMS Relay/Server should be included in the relevant information 
elements of MM7_deliver.REQ. 
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Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS 
Relay/Server and VASP.  

Message Type: The type of message used on reference point MM7 indicating MM7_deliver.REQ and 
MM7_deliver.RES as such. 

Transaction Identification: The VASP shall provide an unambiguous transaction identification within a request. The 
response shall unambiguously refer to the corresponding request using the same transaction identification. 

Message priority and subject: The MMS Relay/Server may qualify the MM further by adding a priority and/or subject 
to the MM7_deliver.REQ.  This information will originate from the end-user’s original request. 

Linked message identification: The MMS Relay/Server will supply an identifier for the request that may be used by 
the VASP. 

Service code:  The VASP may mark the response to the message with a service code that will be transferred to the 
charging information for use by the billing system to properly bill the user for the service being supplied. 

Time stamping: The MM may include a time stamp indicating the time of original submission. 

Reply-Charging: In case of reply-charging when the reply-MM is submitted within the MM7_deliver.REQ MMS 
Relay/Server should indicate that the message is free-of-charge reply. 

Content type: The MIME type of the multimedia content shall always be identified in the MM7_deliver.REQ. 

Content: The originator of the MM may supply content that is delivered to the VASP in the MM7_deliver.REQ. 

Request status: The MMS Relay/Server shall indicate the status of the request in the associated response. The reason 
code given in the status information element of the response may be supported with an explanatory text further 
qualifying the status.  

8.7.2.4 Information Elements 

Table 45: Information elements in the MM7_deliver.REQ . 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_deliver.REQ/ 

MM7_deliver.RES pair. 
Message type Mandatory Identifies this message as a MM7_deliver request. 
MM7 version Mandatory Identifies the version of the interface supported by the MMS 

Relay/Server 
MMS Relay/Server ID Optional Identifier of the MMS Relay/Server 
Linked ID Optional Identifier that may be used by the VASP in a subsequent 

MM7_submit.REQ 
Sender address Mandatory The address of the MM originator. 
Recipient address Optional The address(es) of the intended recipients of the subsequent 

processing by the VASP or the original recipient address(es).   
Date and time Optional The time and date of the submission of the MM (time stamp). 
Reply-Charging-ID Optional In case of reply-charging when the reply-MM is submitted 

within the MM7_deliver.REQ this is the identification of the 
original MM that is replied to. 

Priority Optional The priority (importance) of the message. 
Subject Optional The title of the whole MM. 
Content type Mandatory The content type of the MM’s content. 
Content Optional The content of the multimedia message 
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Table 46: Information elements in the MM7_deliver.RES . 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_deliver.REQ/ MM7_deliver.RES 

pair. 
Message type Mandatory Identifies this message as a MM7_deliver response. 
MM7 version Mandatory Identifies the version of the interface supported by the VASP 
Service code Optional Information supplied by the VASP which may be included in 

charging information.  The syntax and semantics of the content 
of this information are out of the scope of this specification. 

Request Status Mandatory Status of the completion of the request. 
Request Status text Optional Text description of the status for display purposes, should 

qualify the Request Status code 
 

8.7.3 Cancel and replace of MM 

This section details the requests that should be supported in MM7 to allow a VASP to control or change the distribution 
of a message.  These operations will allow the VASP to cancel a submitted message prior to delivery or replace a 
submitted message with a new message.   

 

The involved abstract messages are outlined in Table 39 from type and direction points of view. 

Table 39: Abstract messages for controlling Distribution MM 

Abstract messages Type Direction 
MM7_cancel.REQ Request VASP -> MMS Relay/Server 
MM7_cancel.RES Response MMS Relay/Server -> VASP 
MM7_replace.REQ Request VASP -> MMS Relay/Server 
MM7_replace.RES Response MMS Relay/Server -> VASP 

 

The following figure illustrates the interaction between the different MMS entities in canceling a VASP message. 
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Figure 3.  Data flow of VASP canceling a submitted message 
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8.7.3.1 Normal Operation 

If the VASP has decided to cancel the delivery of a MM that it has already submitted, then the VASP should indicate 
this by sending the MM7_cancel.REQ message to the MMS Relay/Server.  The MMS Relay/Server should check the 
status of the message indicated by the Message ID and cancel delivery to all destinations for which the MMS 
Relay/Server has not sent out a notification.  The MMS Relay/Server should respond to the request with a 
MM7_cancel.RES indicating that the request was processed. 

If the VASP has new content that it wishes to submit in place of the content that was originally submitted it should 
submit the new replacement content using the MM7_replace.REQ message.  The MMS Relay/Server should check the 
status of the message indicated by the Message ID and replace the message content for all destinations that have not 
retrieved or forwarded the message as yet.  The MMS Relay/Server should redistribute the new content to the 
destination list from the original MM7_submit.REQ.  Optional information elements that appear in the 
MM7_replace.REQ message shall replace the corresponding information elements of the original submission (the 
VASP shall not replace information elements that were already provided in the previously sent notification), 
information elements that do not appear in the MM7_replace.REQ message shall retain the original submission values.  
Replacement of messages that have been retrieved may be specified in future releases. 

Support for MM7_cancel.REQ, MM7_cancel.RES, MM7_replace.REQ, and MM7_replace.RES is optional for all 
MMS Relay/Server that support MM7 

8.7.3.2 Abnormal Operation 

The MMS Relay/Server should reject a request to cancel or replace a message if it is unable to authorise the VAS to 
cancel or replace MMs, or find the Message ID indicated in the request, or cannot determine that the indicated message 
was originally submitted by the VASP.   

8.7.3.3 Features 

Authorisation: The VASP must supply its own identifier or the VAS identifier as part of the request. 

Addressing: When replacing a previously sent message the replacement shall be addressed to  the same recipients as 
the original being replaced.   

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS 
Relay/Server and VASP.  

Message type: The type of message used on reference point MM7 indicating MM7_cancel.REQ, MM7_cancel.RES, 
MM7_replace.REQ, and MM7_replace.RES as such. 

Transaction identification: The VASP shall provide an unambiguous transaction identification within a request. The 
response shall unambiguously refer to the corresponding request using the same transaction identification. 

Service code:  The VASP may mark the content of the message with a service code that may be transferred by the 
MMS Relay/Server in the form of charging information for use by the billing system to properly bill the user for the 
service being supplied. 

Time stamping: The VASP may time stamp the MM. 

Time constraints: The VASP may also request the earliest desired time of delivery of the MM to be changed. 

Read reporting: The VASP may request a read-reply report when the user has viewed the MM.  

Content adaptation restriction: The VASP may request that the content of the MM will not be subjected to content 
adaptation. 

Content type: The MIME type of the multimedia content shall always be identified in the MM7_replace.REQ if 
content is replaced.  

Content: The VASP may add content in the MM7_replace.REQ. 

Message identification: The MMS Relay/Server shall always provide a message identification for an MM, which it has 
accepted for submission in either the MM7_replace.REQ or in the MM7_cancel.REQ. The VASP shall supply this 
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message identification when requesting to cancel or replace a previously submitted message.  When replacing a MM the 
updated message retains the identification of the original (replaced) message. 

Request status: The MMS Relay/Server shall indicate the status of the request in the associated response. The reason 
code given in the status information element of the response may be supported with an explanatory text further 
qualifying the status.  

 

8.7.3.4 Information Elements 

Table 40: Information elements in the MM7_cancel.REQ . 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_cancel.REQ/ 

MM7_cancel.RES pair. 
Message type Mandatory Identifies this message as a MM7_cancel request. 
MM7 version Mandatory Identifies the version of the interface supported by the VASP 
VASP ID Optional Identifier of the VASP for this MMS Relay/Server. 
VAS ID Optional Identifier of the originating application. 
Sender address Optional The address of the MM originator. 
Message ID Mandatory Identifier of the message to cancel. 

 

Table 41: Information elements in the MM7_cancel.RES . 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_cancel.REQ/ MM7_cancel.RES 

pair. 
Message type Mandatory Identifies this message as a MM7_cancel response. 
MM7 version Mandatory Identifies the version of the interface supported by the MMS  

Relay/Server 
Request Status Mandatory Status of the completion of the request. 
Request Status text Optional Text description of the status for display purposes, should 

qualify the Request Status code 
 

Table 42: Information elements in the MM7_replace.REQ . 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_replace.REQ/ 

MM7_replace.RES pair. 
Message type Mandatory Identifies this message as a MM7_replace request. 
MM7 version Mandatory Identifies the version of the interface supported by the VASP 
VASP ID Optional Identifier of the VASP for this MMS Relay/Server. 
VAS ID Optional Identifier of the originating application. 
Message ID Mandatory Identifier of the message that current message replaces. 
Service code Optional Information supplied by the VASP which may be included in 

charging information.  The syntax and semantics of the 
content of this information are out of the scope of this 
specification. 

Date and time Optional The time and date of the submission of the MM (time stamp). 
Earliest delivery time Optional The earliest desired time of delivery of the MM to the 

recipient. 
Read reply Optional A request for confirmation via a read report to be delivered 

as described in section 8.1 
Adaptations Optional Indicates if VASP allows adaptation of the content (default 

True) 
Content type Conditional The content type of the MM’s content. If the Content IE 

appears, then the Content type IE must appear.  
Content Optional The content of the multimedia message 
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Table 43: Information elements in the MM7_replace.RES. 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_replace.REQ/ 

MM7_replace.RES pair. 
Message type Mandatory Identifies this message as a MM7_replace response. 
MM7 version Mandatory Identifies the version of the interface supported by the MMS 

Relay/Server 
Request Status Mandatory Status of the completion of the request. 
Request Status text Optional Text description of the status for display purposes, should 

qualify the Request Status code 
 

8.7.4 Delivery reporting to VASP 

This part of MMS service covers the generation of a delivery report from the MMS Relay/Server to the VASP. The 
involved abstract messages are outlined in Table 47 from type and direction points of view. 

 

Table 47: Abstract messages for delivery reports to VASP 

Abstract Message Type Direction 
MM7_delivery_report.REQ Request MMS Relay/Server -> VASP 
MM7_delivery_report.RES Response VASP -> MMS Relay/Server 

 

8.7.4.1 Normal Operation 

The MMS Relay/Server shall create the MM7_delivery_report.REQ and send it to the VASP when the appropriate 
information is available. 

Support for MM7_delivery_report.REQ and MM7_delivery_report.RES is mandatory for a MMS Relay/Server that 
supports MM7. 

8.7.4.2 Abnormal Operation 

In case the VASP cannot identify the MMS Relay/Server or the Message ID is not recognized, then the VASP shall 
respond with a MM7_delivery_report.RES including a status which indicates the reason the delivery report was not 
accepted. 

8.7.4.3 Features 

Addressing: Both the address of the VAS (which is the original MM originator) and the address of the recipient of the 
original MM shall be provided in the addressing-relevant information fields of MM7_delivery_report.REQ. 

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS 
Relay/Server and VASP.  

Message Type: The type of message used on reference point MM7 indicating MM7_delivery_report.REQ and 
MM7_delivery_report.RES as such. 

Transaction Identification: The VASP shall provide an unambiguous transaction identification within a request. The 
response shall unambiguously refer to the corresponding request using the same transaction identification. 

Time stamping: The MM7_delivery_report.REQ shall carry the time and date of handling of the MM (e.g. retrieval, 
expiry, rejection). 

Message identification: In the MM7_delivery_report.REQ the MMS Relay/Server shall always provide the original 
message identification of the MM that the delivery report corresponds to as generated in response to the associated 
MM7_submit.REQ.  
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MM Status: The MM7_delivery_report.REQ shall carry the status of the MM delivery, e.g. retrieved, rejected, expired 
or indeterminate.  

Request Status: The VASP shall indicate the status of the MM7_delivery_report.REQ in the associated 
MM7_delivery_report.RES. The reason code given in the status information element of the response may be supported 
with an explanatory text further qualifying the status. 

 

8.7.4.4 Information Elements 

Table 48: Information elements in the MM7_delivery_report.REQ. 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_delivery_report.REQ/ 

MM7_delivery_report.RES pair. 
Message Type Mandatory The type of message used on reference point MM7 “ 

MM7_delivery_report.REQ”. 
MM7 Version Mandatory The version of MM7 supported by the MMS Relay/Server  
MMS Relay/Server ID Optional Identifier of the MMS Relay/Server 
Message ID Mandatory The identification of the original MM. 
Recipient address Mandatory The address of the recipient of the original MM. 
Sender address Mandatory The address of the VAS that submitted the original MM. 
Date and time Mandatory Date and time the MM was handled (retrieved, expired, 

rejected, etc.) 
MM Status  Mandatory Status of the MM, e.g. retrieved, expired, rejected 
Status text Optional Text description of the status for display purposes, should 

qualify the MM Status code 
 

Table 49: Information elements in the MM7_delivery_report.RES. 

Information element Presence Description 
Transaction ID Mandatory The identification of the MM7_delivery_report.REQ/ 

MM7_delivery_report.RES pair. 
Message Type Mandatory The type of message used on reference point MM7: 

“MM7_delivery_report.RES”. 
MM7 Version Mandatory The version of MM7 supported by the VASP  
Request Status  Mandatory The status of the associated MM7_delivery_report.REQ. 
Request Status text Optional Text description of the status for display purposes, should 

qualify the Request Status code 
 

8.7.5 Read-Reply Report for VASP 

This part of MMS service covers the delivery of a read-reply report from the MMS Relay/Server to the VASP. The 
involved abstract messages are outlined in Table 50 from type and direction points of view. 

Table 50: Abstract messages for sending and receiving read-reply reports in MM7 

Abstract messages Type Direction 
MM7_read_reply.REQ Request MMS Relay/Server -> VASP 
MM7_read_reply.RES Response VASP -> MMS Relay/Server 

 

8.7.5.1 Normal Operation 

If the VASP requested a read-reply report then the recipient MMS User Agent may create and send a read-reply to the 
MMS Relay/Server. The MMS Relay/Server must identify that this read-reply report is associated with a MM 
originating from the MM7 reference point and must create the MM7_read_reply.REQ and send it to the VASP.  The 
VASP shall return a MM7_read_reply.RES that reflects the successful reception of the read-reply report. 
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Support for MM7_read_reply_report.REQ and MM7_read_reply_report.RES is optional for a MMS Relay/Server that 
supports MM7. 

8.7.5.2 Abnormal Operation 

In case the VASP cannot identify the MMS Relay/Server or the Message ID is not recognized, then the VASP shall 
respond with a MM7_read_reply.RES including a status which indicates the reason the read reply report was not 
accepted. 

8.7.5.3 Features 

Addressing: Both, the address of the VASP (which is the MM originator), and the address of the originator (which is 
the MM recipient) of a read-reply report shall be provided in the addressing-relevant information fields of 
MM7_read_reply_report.REQ. 

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS 
Relay/Server and VASP.  

Message Type: The type of message used on reference point MM7 indicating MM7_read_reply.REQ and 
MM7_read_reply.RES as such. 

Transaction Identification: The VASP shall provide an unambiguous transaction identification within a request. The 
response shall unambiguously refer to the corresponding request using the same transaction identification. 

Message identification: In the MM7_read_reply_report.REQ the MMS Relay/Server shall always provide the original 
message identification of the MM that the read-reply report corresponds to as generated for the MM7_submit.RES.  

Time Stamping: The MM7_read_reply_report.REQ shall carry the time-stamp associated with the read-reply report.  

Read Status: The MM7_read_reply_report.REQ shall carry the status of the MM retrieval, e.g. read or deleted without 
being read. 

Request Status: The VASP shall indicate the status of the MM7_read_reply.REQ in the associated 
MM7_read_reply.RES.  The reason code given in the status information element of the response may be supported with 
an explanatory text further qualifying the status. 

8.7.5.4 Information Elements 

Table 51: Information elements in the MM7_read_reply_report.REQ. 

Information element Presence Description 
Transaction ID Mandatory The identification of the 

MM7_read_reply_report.REQ/ 
MM7_read_reply_report.RES pair. 

Message Type Mandatory Identifies this message as a 
MM7_read_reply_report request. 

MM7 Version Mandatory The version of MM7 supported by the MMS 
Relay/Server. 

MMS Relay/Server ID Optional Identifier of the MMS Relay/Server 
Recipient address Mandatory The address of the MM recipient of the original 

MM, i.e. the originator of the read-reply report. 
Sender address Mandatory The address of the VASP (originator of the original 

MM) i.e. the recipient of the read-reply report. 
Message-ID Mandatory The message ID of the original MM.  
Date and time Mandatory Date and time the MM was handled (read, deleted 

without being read, etc.) (time stamp) 
Read Status  Mandatory Status of the MM, e.g. Read, Deleted without 

being read 
Status text Optional Text description of the status for display purposes, 

should qualify the Read Status code 
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Table 52: Information elements in the MM7_read_reply_report.RES. 

Information element Presence Description 
Transaction ID Mandatory The identification of the 

MM7_read_reply_report.REQ/ 
MM7_read_reply_report.RES pair. 

Message Type Mandatory Identifies this message as a 
MM7_read_reply_report response. 

MM7 Version Mandatory The version of MM7 supported by the VASP. 
Request Status  Mandatory The status of the associated 

MM7_read_reply_report.REQ. 
Request Status text Optional Text description of the status for display purposes, 

should qualify the Request Status code. 
 

 

8.7.6 Generic Error Handling 

When the MMS Relay/Server or VASP receives a MM7 abstract message that cannot be replied to with the specific 
response it shall reply using a generic error message as described here. To get a correlation between the original send 
REQ and the error response, every abstract message on the MM7 reference point shall include a Transaction ID. 

The involved abstract messages are outlined in Table 53 from type and direction points of view.   

Table 53: Abstract message for generic error notification 

Abstract message Type Direction 
MM7_RS_error.RES Response MMS Relay/Server -> VASP 
MM7_VASP_error.RES Response VASP->MMS Relay/Server 

8.7.6.1 Normal Operation 

If the MMS Relay/Server has received a message over the MM7 interface and does not recognize the Message Type, or 
the requested feature is not supported and the normal response message is not supported, then the MMS Relay/Server 
must generate a MM7_RS_error.RES message to reply to the VASP. 

If the VASP has received a message over the MM7 interface and does not recognize the Message Type, or the requested 
feature is not supported and the normal response message is not supported, then the VASP must generate a 
MM7_VASP_error.RES message to reply to the MMS Relay/Server. 

Support for the MM7_RS_error.RES and MM7_VASP_error.RES is Mandatory for a MMS Relay/Server that supports 
MM7 

8.7.6.2 Features 

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS 
Relay/Server and VASP.  

Message Type: The type of message used on reference point MM7 indicating MM7_RS_error.RES or 
MM7_VASP_error.RES as such. 

Transaction Identification: The response shall unambiguously refer to the corresponding request using the same 
transaction identification. 

Error Status: The MMS Relay/Server or VASP shall indicate the error condition that caused the generation of the error 
response.  The reason code given in the status information element of the response may be supported with an 
explanatory text further qualifying the status. 
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8.7.6.3 Information Elements 

Table 54: Information elements in the MM7_RS_error.RES . 

Information element Presence Description 
Transaction ID Mandatory Identifier that corresponds to the Transaction ID of the 

incoming message. 
Message type Mandatory Identifies this message as a MM7_RS_error response. 
MM7 version Mandatory Identifies the version of the interface supported by the MMS 

Relay/Server 
Error Status Mandatory Error code (e.g. Message type not-supported, MM7 version 

not supported). 
Error Status text Optional Text description of the status for display purposes, should 

qualify the Error Status code. 
 

Table 55: Information elements in the MM7_VASP_error.RES . 

Information element Presence Description 
Transaction ID Mandatory Identifier that corresponds to the Transaction ID of the 

incoming message. 
Message type Mandatory Identifies this message as a MM7_VASP_error response. 
MM7 version Mandatory Identifies the version of the interface supported by the VASP 
Error Status Mandatory Error code (e.g. Message type not-supported, MM7 version 

not supported). 
Error Status text Optional Text description of the status for display purposes, should 

qualify the Error Status code. 
 

8.7.7 Administrating the Distribution List 

After a Value Added Service becomes available users may subscribe to the service using direct contact to the VASP 
(e.g. by sending a MM via MM1_submit.REQ to the service provider including registration information).  The 
distribution list may be maintained by the MMS Relay/Server.  The full definition of the administration of the 
distribution list may be specified in future releases of this specification. 
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