
3GPP TSG SA WG3 Security — S3#20 S3-010446

16 - 19 October, 2001

Sydney, Australia

3GPP TSG-T2 #14
Edinburgh, Scotland
3-7 September 2001

T2-010831

Title: LS to S3 cc S5, S1, T3 on Security Needs for Terminal
Applications

Source: T2

To: SA3

Cc: SA1, SA5, T3

Attachment: Background information is in T2-010636

Contact Person:

Name: Rob Lockhart, Motorola
E-mail Address: rob.lockhart@motorola.com

________________________________________________________________

T2 would like to thank SA3 for forwarding its identified concerns with User
Equipment Management.

T2 plans its technical implementation of User Equipment Management to be
predicated on an externally-defined specification from the SyncML initiative.
Such externally-defined specifications have security needs that must be
addressed when applied to solve 3GPP issues.

T2 would like SA3’s attention to these security needs.  The initial identified areas
of concern are related to the use of the SyncML initiative’s data synchronization
technology and its existing use in 3GPP’s synchronization specification and in its
potential use in 3GPP’s Device Management and Generic User Profile
specifications currently in process.

T2 would like SA3 to address these areas for potential security issues at SA3’s
earliest possible convenience.

T2 thanks SA3 for SA3’s attention to these security needs and looks forward to
working with SA3 on these issues.



3GPP TSG-T2 #14
Edinburgh, Scotland
3-7 September 2001

T2-010636

3GPP  Security — S3#18 S3-010226
21 - 24 May, 2001
Phoenix, USA

Source: TSG-SA WG3

To: T2 MExE

Cc: SA5

Title: Response to LS S5-010114 (S3- 010168) on MExE and User
Equipment Management

Contact: Colin Blanchard

Email: colin. blanchard @bt.com

Tel:   +44 1473 605353

Mobile: +44 7711 191835

Fax:   +44 1473 623910

At their meeting in Phoenix 21- 24th May, TSG SA WG3 considered the above liaison statement from
SA5 on the new work item for User Equipment Management and the possible involvement of TSG SA
WG3.

TSG SA WG3 recommends that this be initially addressed via the joint work item with MExE on
“MExE Security Analysis”.

TSG SA WG3 has suggested some changes to the current MExE Security Analysis Work Item
Description, to include this, and would appreciate if these changes could be agreed, so that the revised
work item can be submitted to the SA plenary.
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