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1-4 August, 2000.

Oslo.

Report to 3GPP SA3 on 3GPP SA#8

This is a very brief report of the results of the presentation on the work of SA3 that I gave to the SA#8 meeting in Duesseldorf 26-28 June 2000.

For reference, my presentation (in power-point) is attached.

1. With the exception of CR0095 to 33.102 on emergency call handling (see 2 below), all CRs were approved.  We are however asked to double check CR0088 to 33.102 to ensure correct use of USIM and ME.

2. The CR0095 to 33.102 on emergency call handling caused quite a lot of discussion with respect to how emergency calls are to be handled when the USIM is in place.  It seems that some are unhappy that integrity check failure in the mobile would cause the call to be dropped.  I am not unhappy about this – if you cannot trust the network, why should you progress the emergency call?  I must say I also have reservations about allowing USIM absent emergency calls – but this wasn’t discussed.   The upshot is that I need to resolve the emergency call requirements off-line, and once that is clear we can prepare a CR.

3. All of our proposed work items for R00 were approved, subject to each having at least four sponsors.  A work item without 4 sponsors, and by implication without adequate active support to do the work, will have to be abandoned.   So can each of you please let me and the author of the WI know as soon as possible, and by the latest at our meeting in August, whether you support it – I don’t really want four Vodafone companies as the sole supporters of a WI.   Can authors of the WIs please tidy them up – there were a number of silly complaints about minor points, but we need to make sure the final work item sheets are free from error.  Can you also please review completion dates – Dec 2001 would seem to be appropriate for most of our work.   

4. The R00 WI descriptions, as presented to SA#8 are attached for reference.   Would authors please note the points 5 – 8 below

5. SP-0000296 Access security for IP multimedia services – we need to take a look at possible separation of components in the multimedia terminal (see document SP-000313 which is attached).

6. SP-000308 GERAN security – the GERAN security work won’t start until it is confirmed that 3GPP is responsible for GERAN; also note changes in revised version.

7. SP-000309 Lawful interception architecture – please check end date, surely this must be 2001?

8. Adrian Scrase told me that the subject of publication of the 3GPP cipher will be resolved at the partnership meeting in Beijing in two weeks time.   I expressed our strong desire to see the documents.  I made it clear to the whole of SA that we expected to see publication soon – on the ETSI server or elsewhere. 

9. Good news on the authentication algorithm – 3GPP will fund it.  I will check whether SAGE is aware of this, and whether they can deliver at the end of September – an easy task for such a fine group of cryptographers!

10. On the GEA2 front, it will be mandatory for R99 in both mobile and network..  For release 97/98, it will be optional to provide it in the mobile for use with R99 networks – this should ensure that when R99 networks become available many of the R97/98 mobiles will be able to work to them using GEA2.

11. There is a proposal to split terminal functionality so that, for example, call control could be in a PC attached to the terminal.  This caused a lot of concern and debate.  We are asked to look at the security implications.  See document SP-000351 which is attached.

See you all in August

Regards

Michael Walker

27th June 2000

