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1	Overall description
In SA#103, the CR0278v2/SP-240287 on Security vulnerability fix for use of AES-GCM and AES-GMAC in 33.203 was approved. This CR introduced new algorithm “aes-gcm-us” and “aes-gmac-us”(“us” stands for “unique salt”), both of which use new method to generate the salt to fulfil the IETF security requirements, while the other components of the algorithms are kept the same. 
In RFC4543, the value “aes-gmac” is allocated the IANA number 21, while in RFC 4106, “aes-gcm” is allocated the IANA number 20. When introducing new algorithm “aes-gcm-us” and “aes-gmac-us”, new IANA numbers may need to be reserved. 
SA3 kindly request CT to decide how to handle the IANA reservation issue as mentioned above. 
2	Actions
To CT:
ACTION: 	SA3 asks 3GPP CT to take decision whether IANA registration is necessary. If the answer is “yes”, SA3 suggest CT to take lead in coordinating with IANA and inform SA3 with the outcome.
3	Dates of next TSG SA WG 3 meetings
SA3#117                                                                19-23 August 2024                                                          Maastricht, NL
SA3#118                                                                14-18 October 2024                                                         TBD, India



