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1
Decision/action requested

It is propsed to approve the corrected description in this document. 
2
References

 [1]
3GPP TR 33.886 " Study on enhanced security for Network Slicing Phase 3".
3
Rationale

This proposal provides editorial changes in the solution #1.
4
Detailed proposal

It is proposed to include the corrected description in [1].

*** CHANGE start ***
5.1
Solution #1: Verification by Primary NSACF 

5.1.1
Introduction

This solution addresses the key issue #3.  

In this solution, it is proposed that the Primary NSACF at HPLMN should verify UE registration information or PDU session information in the requests from the VPLMN NSACF (VPLMN). The proposed solution supports NSAC procedure with security enhancement linking increased home control.
5.1.2
Solution details
In a roaming scenario, multiple and hierarchical NSACFs can be deployed over different PLMNs to support NSAC in multiple areas. And the primary NSACF can be deployed in the HPLMN whereas local/distributed NSACFs can be deployed in the VPLMN.

With reference to figure 5.1.2-1, the steps of the solution are described as follows:    
1-2) The AMF or SMF triggers the availability check and update (ACU) procedure and sends the update request to vNSACF as described in TS23.502 [5]. 

3) vNSACF performs the ACU procedure against its local quota. 

4) Based on the local configuration, vNSACF may send an update request to the home NSACF (hNSACF) for verification or availability check and update. 

5) The primary NSACF should verify the validity of the information carried in the update request before performing the availability check and update procedure. If the update request carries UE registration information or PDU session information for an S-NSSAI, the Primary NSACF can verify through UDM/UDR whether the UE has registered in the vPLMN or whether the UE is a legitimate subscriber of the S-NSSAI. The ACU procedure will proceed after the verification is successful. 

NOTE: the UDM stores authentication results of UEs after authentication as described in TS 33.501[4]. The primary NSACF can distinguish a message is from the local/distributed NSACF in visited network based on the serving network name. The primary NSACF can request to fetch UE authentication results to the UDM in HPLMN.

6) The primary NSACF responses to the vNSACF. It may provide an updated quota if needed. 

7) In case quota information is updated, vNSACF should perform ACU again and update its records accordingly. 

8) The vNSACF sends the update response as in TS23.502 [5]. 

*** CHANGE end ***

