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1
Decision/action requested

Approve the changes in clause 4 for inclusion in the living CR of HONTRA.
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3
Rationale

This contribution proposes to introduce a new UDM service that is related to an Editor’s Note in the living CR S3-231477 [1] on the need for such services. Currently, the UDM services are captured in TS 23.502 [2] are listed here, 

Table 7.2.5-1: NF Services provided by UDM

	Service Name
	Description
	Reference in TS 23.502 [3]

	Nudm_UECM
	1.
Provide the NF consumer of the information related to UE's transaction information, e.g. UE's serving NF identifier, UE status, etc.
2.
Allow the NF consumer to register and deregister its information for the serving UE in the UDM.

3.
Allow the NF consumer to update some UE context information in the UDM.
	5.2.3.2

	Nudm_SDM
	1.
Allow NF consumer to retrieve user subscription data when necessary.

2.
Provide updated user subscriber data to the subscribed NF consumer.
	5.2.3.3

	Nudm_UEAuthentication
	1.
Provide updated authentication related subscriber data to the subscribed NF consumer.

2.
For AKA based authentication, this operation can be also used to recover from security context synchronization failure situations.

3.
Used for being informed about the result of an authentication procedure with a UE.
	5.2.3.4

	Nudm_EventExposure
	1.
Allow NF consumer to subscribe to receive an event.

2.
Provide monitoring indication of the event to the subscribed NF consumer.
	5.2.3.5

	Nudm_ParameterProvision
	1.
To provision information which can be used for the UE in 5GS.
	5.2.3.6

	Nudm_NIDDAuthorisation
	1.
To authorise an NIDD configuration request for the received External Group Identifier or GPSI.
	5.2.3.7

	Nudm_ ServiceSpecificAuthorisation
	1.
To authorise for a specific service configuration.
	5.2.3.8


Based on the table, service operations are designed for a very specific purpose. By reusing existing UDM service, not only the selected service has to be updated to include the new function (for example, by adding a new operation or a new indication in an existing operation), but also the purpose of the service will be changed and not aligned with the original purpose. This violates the design principle of SBI from R-15.
The need for a home network triggered primary authentication orginates from different scenarios and use cases as described in the study. In some of these use cases, the UDM cannot by itself determine the need for a new primary authentication and requires indication from other NFs such as the AUSF or AAnF. As shown in the table above, existing services are not suitable for this and hence, for completeness it is crucial to specify such a new UDM service.
4
Detailed proposal

***************** Start of Change *****************
14.2
Services provided by UDM
14.2.x
Nudm_HNAuthentication service operation
Service operation name: Nudm_HNAuthentication

Description: Requester NF requests the UDM to trigger the primary authentication. 

NF Consumers: AUSF, AAnF.
Inputs, Required: SUPI.

Inputs, Optional: None.

Outputs, Required: Operation execution result indication indicating whether the primary authentication is successful or not.

Outputs, Optional: None.
***************** End of Change *****************
