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1
Decision/action requested

Please approve the proposed conclusion for KI#1.
2
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3
Rationale

Based on available solutions conclusions are proposed for KI#1 in [1].
The conclusion proposes to use solution 3 when the EAP server is centrally deployed and solution 7 and 10 when the EAP server/authentication server is locally deployed.
4
Detailed proposal

Please accept the following changes to TR 33.882 [1]:

**** START OF CHANGE ****

7
Conclusions

Editor's note: This clause contains the agreed conclusions that will form the basis for any normative work.
7.1
Conclusions for KI#1

Authentication and authorization of PINEs can be executed using the EAP protocol. The PINE acts as EAP client. The PEGC acts as EAP authenticator. The basis for normative work is solution 3, when EAP server is centrally deployed, and 7 and 10, when EAP server is locally deployed.

The PIN can support the following variants for the deployment of the EAP Server – local or central - Authentication methods includes both EAP and non-EAP methods as described in solution 7.

- The EAP Server can be deployed locally on the PEMC. If the PEGC and the PEMC are deployed on different UEs, the EAP messages are exchanged between PEGC and PEMC using the local communication protocol.

- If the EAP server/authentication server is deployed locally on PEMC, the credential information is either pre-provisioned or fetched on request.

- The EAP Server is deployed within a central AAA server. In this case EAP messages are exchanged between PEGC and central AF as part of the PDU session management procedures via SMF. The central AAA server is connected to the SMF via UPF using a procedure similar to secondary authentication.

Editor's note: Further conclusions are FFS.

**** END OF CHANGE ****
