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1	Decision/action requested
It is proposed to make the proposed updates to the TR 33.858 [1].
2	References
[1]	3GPP TR 33.858 Study on security aspects of enhanced support of Non-Public Networks phase 2
[2]	3GPP TS 23.501 System Architecture for the 5G System
[3]	3GPP TS 33.501 Security architecture and procedures for 5G system
3	Rationale
This document proposes an update to Solution #14 “NSWO support in SNPN using any key-generating EAP-method for SNPN using CH AUSF/UDM”. 
Solution #14 contains the following Editor’s notes: 
Editor's Note: Whether NSWOF should be placed in CH or in SNPN is FFS and should be aligned with decisions in other working groups. 
Editor's Note: Further evaluation related to the location of the NSWOF is FFS. 
Both mentioned Editor’s notes are related to the architecture, more specifically the placement of the NSWOF in the SNPN or in the Credential Holder. SA2 has now decided on an architecture placing the NSWOF in the Credential Holder (see clause 4.2.15 of TS 23.501 [2]). 
Since SA2 has decided on an architecture, both Editor’s notes related to the location of the NSWOF can be resolved. 

4	Detailed proposal

***BEGIN CHANGES***
[bookmark: _Toc116989410][bookmark: _Toc125380087]6.14	Solution #14: NSWO support in SNPN using any key-generating EAP-method for SNPN using CH AUSF/UDM
[bookmark: _Toc116989411][bookmark: _Toc125380088]6.14.1	Introduction 
This solution solves Key issue #1 in the case of NSWO using any key-generating EAP-method in SNPN with CH AUSF/UDM. 
The proposed procedure is based on the current procedures for roaming in Annex S.4 of TS 33.501[4]. 
[bookmark: _Toc116989412][bookmark: _Toc125380089]6.14.2	Solution details
The description of NSWO for roaming defined in Annex S.4 of TS 33.501 [4] can be applied with the following adjustments:  
- 	The procedures of Annex S.4 point to the roaming architecture options described in clause 4.2.15 in TS 23.501 [6].  
- 	This roaming architecture is applicable by letting the Credential Holder taking the part of HPLMN. Figure 6.14.2.1 shows a modified version of Figure 4.2.15-3 of TS 23.501 [6], where HPLMN is replaced with CH and VPLMN is replaced by SNPN. 
- 	The only impact on the SNPN is that it needs to deploy a AAA Proxy. 
- 	The CH needs to deploy a NSWOF
Editor's Note: Whether NSWOF should be placed in CH or in SNPN is FFS and should be aligned with decisions in other working groups. 
- 	To be able to support all key-generating EAP-mechanisms, the procedures of Solution #9 of this document can be applied on the proposed architecture. 



Figure 6.14.2.1 Proposed roaming reference architectures to support authentication for Non-seamless WLAN offload in SNPN with CH AUSF/UDM
[bookmark: _Toc116989413][bookmark: _Toc125380090]6.14.3	System impact
The solution has impact on UE (needs to support NSWO).SNPN needs to deploy AAA proxy and CH needs to deploy NSWOF. 
Editor's Note: Whether NSWOF should be placed in CH or in SNPN is FFS and should be aligned with decisions in other working groups. 

[bookmark: _Toc116989414][bookmark: _Toc125380091]6.14.4	Evaluation
This solution solves Key issue #1 in aspect of supporting NSWO in SNPN that deploys CH AUSF/UDM. It reuses the procedures of Annex S of TS 33.501 [4] as much as possible adding the possibility of using any key-generating EAP-method. 
Editor's Note: Further evaluation related to the location of the NSWOF is FFS. 


***END CHANGES***
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