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1
Decision/action requested

It is proposed to approve this pCR.
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3
Rationale

This pCR proposes a conclusion for KI#2.1. 
4
Detailed proposal

*** Start Change ***
7
Conclusions

7.X 
Conclusion for Key Issue#2.1
It is concluded that Public key signature based authentication with certificate or raw public key based TLS authentication is used as the default authentication method in addition to the authentication and authorization mechanism specified in TS 33.558 [4]. It is proposed to take solution#x as the basis for normative work, for default authentication between UE/EEC and ECS/EES when there is no support for common mutual authentication method.
*** End Change ***
