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1
Decision/action requested

It is requested to approve the evaluation for solution #13.
2
References

3
Rationale

This pCR proposes an evaluation for solution #13. 
4
Detailed proposal

**** START OF CHANGE ****
6.13
Solution #13: Home network primary authentication – secondary authentication towards localised service
6.13.1
Introduction 

This is a solution to KI#2.

This solution proposes to use home routed primary authentication towards the home network to establish the connection and secondary authentication towards the localised service provider to authenticate and get access to the service. The solution reuses already existing methods to authenticate the UE, namely home routed authentication, and local break out (break out from hosting network) secondary authentication towards the localised service provider. 

6.13.2
Solution details

Procedures in this solution is based the procedures defined in TS 33.501 [4] clause 11 concerning secondary authentication.
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1. The hosting network, home network and service provider agree on a service agreement.

2. The UE registers to the hosting network which “home routes” the authentication request to the home network which performs the primary authentication of the subscriber and establishes the key hierarchy as defined in TS 33.501 clause 6. The hosting network will act as a visited network and the home network as the home network.

3. The SMF in the hosting network will initiate the secondary authentication as described in TS 33.501 [4] clause 11, as defined for the local breakout configuration. The AAA can either be managed by the service provider or the hosting network.

6.13.3
System impact

No system impacts.

6.12.4
Evaluation

This solution fulfils the requirement in key issue #2 by utilising the home network routed authentication to mutual authenticate the UE and establishing the root of the key hierarchy for the hosting network and afterwards provide the hosting network the capability to authenticate the USER of the DN using secondary authentication configured as local break out.
**** END OF CHANGE ****
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