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1
Decision/action requested

This contribution proposes conclusion to key issue#1.
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3
Rationale

The study on eNA phase 3 has come to a stage where conclusion should be made to progress key issue #1.

Currently 3 solutions address on key issue #1, which are solution #5, solution #8 and solution #14.
	Solutions
	Authorization server 
	Applied scenario
	New services
	Security method

	Solution #5
	NWDAFp
	NWDAF consumer collects data from single PLMN
	Nwdaf_DataRetrieval service
	- Only new Nwdaf_DataRetrieval service is allowed to be consumed by other PLMNs

- Apply policies to anonymize or restrict the data


	Solution #8
	hNRF
	NWDAF consumer collects data from single PLMN
	None 
	-Extend token-based authorization by adding the requested data type to the access token request and access token. 

-Data anonymization or desensitization based on operator’s policy

	Solution #14
	hNRF
	NWDAF consumer collects data from multiple PLMNs
	None 
	-Extend token-based authorization by adding the requested data type to the access token request and access token.

-Secure Multi-party Computation


4
Detailed proposal

It is proposed to approve the following changes for inclusion in TR 33.738.

***BEGIN OF First CHANGE***

7
Conclusions 
7.X
Conclusion on Key Issue #1 "Protection of data and analytics exchange in roaming case"
For key issue#3, it is recommend to use the following principle as the baseline of normative work when NWDAF consumer collects data from single PLMN.
The NRF authorize the NF consumer to see if the NFc have the authority to request certain NF producer and to get certain type of data.

NWDAFp is used as entry point to collect or converge data from hPLMN and to proceed data anonymization or desensitization.

The anonymization or desensitization method of data or analytics should be left for implementation.

*** END OF First CHANGE ***

