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1
Decision/action requested

This contribution proposes to approve the new solution for KI #1 of 3GPP TR 33.886.
2
References

[1]
3GPP TR 23.700-41 v1.1.0: “Study on enhancement of network slicing; Phase 3”
3
Rationale

The contribution proposes to add a solution for key issue #1 to protect UE SoR assistance information. 

4
Detailed proposal

***  BEGINNING OF CHANGES  ***

5.Y
Solution #Y: UE SoR assistance information protection
5.Y.1
Introduction
This solution addresses key issue #1 on protecting UE SoR assistance information delivered from the UE to SoR AF in UDM triggered procedure. In this solution, UDM triggers the procedure to fetch UE SoR assistance information. After the verification of UE SoR assistance information, the UDM sends the information transparently to SoR AF.
5.Y.2
Solution details
Figure 5.Y.2-1 depicts the detailed steps to protect UE SoR assistance information in UDM triggered Procedure.
The roaming UE performs the registration procedure.

The UDM requires knowing whether the UE supports the enhanced SoR assistance information.
2-3. The UDM invokes Nausf_SoRProtection service operation message by including the UE SoR Indication to the AUSF to get SoR-MAC-IAUSF and CounterSoR. The UDM shall select the AUSF that holds the latest KAUSF of the UE. The inclusion of the UE SoR Indication in the calculation of SoR-MAC-IAUSF allows the UE to verify that the requirement of the UE SoR Assistance Information is not added or removed by the VPLMN.

4. The UDM invokes Nudm_SDM_Notification service operation, which contains the UE SoR Indication, SoR-MAC-IAUSF and CounterSoR within the Access and Mobility Subscription data.

5. After receiving the Nudm_SDM_Notification message, the AMF constructs the SoR transparent container (including the SoR header) based on the UE SoR Indication, SoR-MAC-IAUSF and CounterSoR received from the UDM, and sends the constructed SoR transparent container to the served UE in a DL NAS Transport message.
6. After receiving the DL NAS Transport message, if the UE SoR Indication is included in the message, the UE calculates the SoR-MAC-IAUSF in the same way as the AUSF and verifies whether it matches the SoR-MAC-IAUSF value received in the DL NAS Transport message.
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Figure 5.Y.2-1: Protecting UE SoR assistance information in UDM triggered procedure.
7. If the UE verified that the UE SoR Indication is sent from the UDM in HPLMN, then the UE shall generate the SoR Assistance Information and include the information in the calculation of SoR-XMAC-IUE. UE then includes the SoR Assistance information and SoR-XMAC-IUE in a SoR transparent container and sends the container in a UL NAS Transport message to the serving AMF. The inclusion of the UE SoR Assistance Information in the calculation of SoR-XMAC-IUE allows the UDM to verify that the UE SoR Assistance Information is not tempered or removed by the VPLMN. UE SoR Assistance Information can either implicitly or explicitly indicate that the UE supports slice-based SoR feature.
8. The AMF sends an Nudm_SDM_Info request message to the UDM. If a SoR transparent container with the UE SoR Assistance Information and SoR-XMAC-IUE was received in the UL NAS Transport message, the AMF shall include the received SoR transparent container in the Nudm_SDM_Info request message if the AMF supports SoR transparent container, otherwise, the AMF shall include the UE SoR Assistance Information and SoR-XMAC-IUE in the Nudm_SDM_Info request message.
9-10. The UDM invokes Nausf_SoRProtection service operation message by including the UE SoR Assistance Information to the AUSF to get SoR-MAC-IUE. The AUSF calculates SoR-MAC-IUE in the same way as the UE.
11. If the HPLMN indicated that the UE is to provide SoR Assistance Information, then the UDM shall compare the SoR-MAC-IUE received from the AUSF with the expected SoR-XMAC-IUE that the UDM stored temporarily in step 8.
12. The UDM initiates towards the SoR AF an Nsoraf_SoR_Get Request. The UDM passes transparently the UE SoR Assistance Information included in the container that relevant for the SoR AF to consider.
13-14. If the UE SoR Assistance Information is received from the UDM, the SoR AF generates a SoR container carrying the enhanced slice-aware SoR information and sends the container to the UDM through an Nsoraf_SoR_Get Request.

15. The UDM delivers the SoR container to the UE following the procedures described in clause 6.14.2.2 in TS33.501[4]
5.Y.3
Evaluation
TBD

***
END OF CHANGES
***

