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1	Decision/action requested
[bookmark: OLE_LINK52]This contribution proposes to add an editor’s note to solution 5 of the TR 33.737.
2	References
 [1] 	TR33.737 v0.4.0
3	Rationale
The AF or AUSF can find the accurate AAnF through the A-KID, but the VAAnF cannot find the AUSF registered by UEs through the A-KID.
It is proposed to add the editor’s note for the solution.
4	Detailed proposal

********************Start of 1st Change******************
[bookmark: _Toc119947718]6.11.2.2	Option#2 details
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Fig 6.11.2.2-1 Authentication in roaming scenario – Option#2
Step 0: UE performs primary authentication with the network. Then KAUSF is shared between UE and AUSF in Home network. 
Step 1.1: UE generates KAKMA and A-KID following AKMA procedure in TS 33.535 and stores them securely.
Step 1.2: AAnF generates KAKMA and A-KID following AKMA procedure in TS 33.535 and stores them securely.  
Step 2: UE derives KAF following AKMA procedure in TS 33.535.
Step 3: AUSF selects the AAnF as defined in clause 6.7 in TS 33.535 and send the generated A-KID and KAKMA to the AAnF together with the SUPI of the UE using the Naanf_AKMA_KeyRegistration Request service operation. 
Step 4: UE send Application session establishment request (A-KID) to AF. 
Step 5: AF determines on whether to communicate with VAAnF or HAAnF. 
	NOTE: AF could contact HAAnF for fetch KAF, which is exactly the AKMA feature defined in R17 in TS 33.535, thus no need to repeat here. But AF may have local policy to decide which AAnF should it contact. 
Editor’s Note: How the AF selects the HAAnF or VAAnF when the UE is roaming is FFS
Step 6: if AF determines to contact VAAnF in step 5, AF sends Naanf_AKMA_ApplicationKey_Get request(A-KID, AF_ID) to VAAnF
Step 7: Based on the information provided in A-KID, VAAnF checked this is a roaming UE, so VAAnF sent Nausf_AKMA_Key_Get request (A-KID) to AUSF in HPLMN. 
Editor’s Note: How the VAAnF finds the AUSF registered by UEs through the A-KID is FFS.
Step 8: AUSF response with Nausf_AKMA_Key_Get response (KAKMA)  to VAAnF.
Step 9: VAAnF derives KAF , KAF expTime based on KAKMA and AF_ID following the key derivation function defined in A.4 in TS 33.535.
Step 10: VAAnF send Naanf_AKMA_ApplicationKey_Get response (KAF , KAF expTime, SUPI) to AF. 
********************End of 1st Change******************
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