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1
Decision/action requested

This contribution proposes to add a new solution for the key issue#6.
2
References

 [1] 
TR 33.740  v0.4.1
3
Rationale

It is proposed to add a new solution for the key issue #6. 
4
Detailed proposal

********************Start of 1st Change******************

6.Y
Solution #Y: Support Emergency Service over L2 UE-to-Network Relay

6.Y.1
Introduction

This solution addresses KI#6: Support Emergency Service over UE-to-Network Relay. This solution addresses a L2 UE-to-Network relay.

Y.2
Solution details

If the Remote UE has  (UP-/CP-) PRUK ID or SUCI, the security for 5G ProSe Communication via 5G ProSe Layer-2 UE-to-Network Relay specified in TS 33.503[6] clause 6.3.4 should be reused.  
If the authentication failed, the network should inform the 5G ProSe UE-to-Network Relay, and  the 5G ProSe UE-to-Network Relay performs Direct Security Mode Command procedure with Null ciphering and integrity protection if  local regulations allowed. The network can provide the KNRP (over UP plane) or KNR_Prose (ove CP plane). Otherwise, the UE-to-network relay independently generate the  keys in an implementation defined way.
If the Remote UE only has PEI, the authentication is skipped, the Remote UE and UE-to-network relay independently generate the session keys in an implementation defined way and run with the NULL integrity algorithm and the NULL ciphering algorithm. 
6.Y.3
Evaluation

This solution addresses a L2 UE-to-Network relay for emergency service.
********************End of 1st Change******************

