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1
Decision/action requested

This document updates solution #7.
2
References

[1] 3GPP TR 33.858 ‘Study on security aspects of enhanced support of Non-Public Networks phase 2 (Release 18)’

3
Rationale

The update proposes to resolve the following ENs:

Editor’s Note: It is FFS whether an untrusted solution is required

Respective text for the need is added in a separate paragraph.

RFC 7296 states that “The initiator asserts its identity with the IDi payload, proves knowledge of the secret corresponding to IDi and integrity protects the contents of the first message using the AUTH payload (see section 2.15).”
For the untrusted access, the UE sends the IKE_AUTH with AUTH only in step 14 for the first time, thus it needs to send also a meaningful IDi to fullfill the requirement of RFC 7296 so that the N3IWF can select the associated security key.  
4
Detailed proposal

Start of new text
6.7.4
Evaluation

The identifier is unique within the N3IWF and used to bind the communication and the security key to the UE.

Editor’s Note: Further Evaluation is FFS


End of new text
