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1
Decision/action requested

This contribution proposes a new conclusion for EDGE2.
2
References

NA
3
Rationale

The key issue is for studying the authentication and authorization between V-ECS and H-ECS in the roaming architecture. Two solutions (Solution #18 and #19) were proposed in this regard.

Solution #18 proposes to perform mutual authentication between V-ECS and H-ECS based on preconfigured credentials, and let H-ECS authorize V-ECS based on local authorization policy. This solution is simple and easy to be implemented.
Solution #19 proposes to use ECS to learn from the UDM the list of VPLMN IDs or ECS provider identifier allowed for the UE. However, local configuration in the ECS is enough for authorization. Hence, it is not suggested for the normative work.
4
Detailed proposal

It is proposed to approve the following changes for inclusion in TR 33.739.
***BEGIN OF First CHANGE***

7.X

Conclusions for Key Issue #2.3
Solution#18 is endorsed for normative phase for the mutual TLS authentication, and authorization based on local policy between V-ECS and H-ECS.
Editor’s Note: Further conclusion is FFS.
*** END OF second CHANGE ***


