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1	Overall description
SA3 would like to thank GSMA for their LS SA3-223157 (LS to 3GPP – Hosted SEPP) on SEPP certificates. 
SA3 provides GSMA with the following feedback to the three requests in the LS: 
DESS request 1: Take GSMA’s trust establishment solution into account. 
SA3 acknowledges the value of the GSMA certificate platform for the distribution and update of root certificates. 
DESS request 2: Include the mentioned SEPP security requirement in their specifications
SA3 understands that the SEPP security requirement is derived from the GSMA trust establishment solution. SA3 will study the proposal, update the specifications if needed, and respond to GSMA DESS accordingly. 
DESS request 3: Consider the proposal on the division of responsibilities, and to provide feedback on these three topics. 
With respect to the division of responsibilities, SA3 agrees on that SEPP certificate format specification (i.e., profile) remains in 3GPP SA3 specifications. Concerning the naming scheme/conventions and contents for the Subject and Subject Alternative Name fields of the SEPP certificate remaining with GSMA, SA3 suggests GSMA to be responsible for the naming scheme/conventions and content for PLMN, and SA3 to be responsible for the naming scheme/convention and content for SNPN.
Please note that 3GPP TS 29.573 specifies that one N32-c connection can serve multiple purposes, which can be other than roaming, for example "SNPN_INTERCONNECT", clause 6.1.5.3.9. SA3 assumes that the scope of GSMA responsibility is bound to PLMN.
SA3 kindly asks GSMA DESS to inform which publicly available GSMA document to refer to for the SAN fields in its specifications
With respect to the aspects concerning PKI governance as well as distribution, update and revocation of root and intermediate CA certificates related to SEPP certificates over the N32 interface, the following question is raised:
Question 1: In general PKI governance aspects are subject to the operator specific implementation. For further clarification, which are the PKI governance aspects referred in the proposal?
2	Actions
To GSMA DESS
ACTION: 	
SA3 would like to ask GSMA DESS to take the above information into account, and kindly requests to answer the question above. 

3	Dates of next TSG SA WG 3 meetings
SA3#109Bis-e	16 - 20 January 2023	electronic meeting
SA3#110	20 -24 February 2023	Athens (Greece)
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