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1
Decision/action requested

It is proposed to approve the proposed conclusions for the TR 33.741. 
2
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3
Rationale

This document captures in the conclusions the SA3 agreement in SA3#108Adhoc-e meeting for a solution which is UDM central. 

Moreover, this document provides an assessment of the need to solve the use cases in Annex A of TR 3.741 [1] and for proposes conclusions for different use cases. 
4
Detailed proposal

*** BEGIN CHANGES ***
6
Conclusions







It is recommended to specify a new Home Network Triggered Authentication procedure for which the UDM is the central point that decides when to trigger the procedure, and its behaviour is controlled by the Home Network. That means that the UDM triggers interaction with the serving network to request the execution of primary authentication.
It is further proposed that this procedure is optional to support in the UDM. 

The new procedure is applicable in the context of SoR/UPU counter wrap around and AKMA procedures. 

6.X
Key issue #1 conclusion
For the interworking use case there is no need for an explicit HONTRA procedure. Clarifications to existing procedures during AMF registration in UDM are sufficient to address this use case. It is proposed that solution #1 (clause 5.1.2.2), Solution #3 and solution #11 is taken as a basis for normative work for the interworking clarifications.
It is proposed to specify an optional to support HONTRA procedure for the use case of the SoR/UPU counter wrap around. It is proposed that solution #11 is taken as a basis for normative work.  

For the AKMA use case there is no need to specify a combination of an AKMA and HONTRA procedure. Given that there is a HONTRA procedure and local configuration on the UDM about when to invoke it, the KAF lifetime could be set based on this HN local confiuration in such a way that KAF does not expire before a new primary authentication occurs. It is proposed that solution #11 is taken as a basis for normative work.
*** END CHANGES ***
