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1	Overall description
SA3 would like to thank SA2 for the LS on User consent for Application Detection (S2-2209973) and would like to reply to the following question:
Question to SA3: SA2 kindly requests SA3 to provide feedback about the user consent checking for the NWDAF-assisted application detection by 5GC NWDAF (e.g. whether and which type of user consent is needed).
According to SA2's conclusion on NWDAF-assisted application detection: NWDAF needs to collect user plane data on a per UE´s PDU session basis but the analytics output will be a set of PFDs but not for a specific user, so the analytics output will never reflect the sites a certain user has visited, and NWDAF will not use this information for any other objective than to derive the analytics output. Based on this conclusion, SA3 has the following two judgements:
· Collecting user plane data on per UE's PDU session basis seems a rather essential feature which is also needed for managing data traffic and charging. Therefore, it precludes consent as a legal basis for processing the user plane data. Consent is a volatile permission, and it should not be used for features that require stability.
· A UE is not an identity itself, but it could be linked to an identity, e.g., by the operator. This means it is personal data according to the legal definition. At the same time, a UE holder, user or application user is not the same as a subscription owner. Consent (of the GDPR style) is valid between a giver and a recipient (or set of recipients) of consent. The origin of consent cannot be confirmed, nor the originator’s authorization to give consent, if we rely on subscriber info. For the user consent to be valid, the involved parties need to be identifiable with certainty. 

Based on the above analysis, SA3 thinks that for NWDAF-assisted application detection user consent is not applicable.
2	Actions
To SA2:
ACTION: 3GPP SA3 kindly asks SA2 to take the above into account.
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