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*** BEGIN CHANGES ***
[bookmark: _Toc114150871]6.1.3c.4	SCP certificate profile
TLS certificates shall be directly signed by the CA in the operator domain that the SCP entity belongs to.
The same requirements to the NF certificate profile as listed in clause 6.1.3c.3 apply, except for the following requirements:
-	The following requirement is not applicable: "subjectAltName should (in TLS server certificates) contain URI-ID with the HTTPS URI(s) for the apiRoot of a Network Function producer instance for the NF service API(s) that it provides; using wildcard URIs should be avoided";
-	The following requirement is not applicable: "subjectAltName should (in TLS server certificates) contain URI-IDs with the HTTPS URI(s) for the apiRoot of a Network Function consumer instance for the NF service callback URI(s) that it provides; using wildcard URIs should be avoided DNS-ID with the FQDN(s) (host DNS name) of the NF service callback URI(s) that a Network Function consumer instance provides; the rules for using wildcard certificates in DNS-ID are described in RFC 6125 [51]".
*** END CHANGES ***
