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1
Decision/action requested

This contribution proposes to add description about SCAS instantiation evaluation overview to clause 7.2.
2
References

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2] 3GPP TR 33.916 Security Assurance Methodology (SECAM) for 3GPP network products
[3] 3GPP TR 33.818 Security Assurance Methodology (SECAM)  and Security Assurance Specification (SCAS)

 for 3GPP virtualised network products (Release 17).

3
Rationale

This contribution proposes to add the  description about instantiation evaluation overview to clause 7.2 based on the output of TR 33.818. 

4
Detailed proposal

It is suggested to approve the following changes.

********************Start of the change ***************************

7
Evaluation and SCAS instantiation

7.2
Evaluation and evaluation report

7.2.Y
SCAS instantiation evaluation

7.2.Y.a
Overview
Like the physical network product, SCAS instantiation evaluation of the virtualized network product is to check whether a SCAS instantiation written by a vendor is a correct instantiation of the SCAS of the network product class and whether it is a good basis for evaluating the network product. 

The accredited evaluator (vendor or third-party evaluator) for security compliance testing is responsible for SCAS instantiation evaluation before it is used to evaluate virtualized network product. The evaluator confirms at least that the SCAS being instantiated for a given type 1 of 3GPP virtualized network product and the virtualized network product for evaluation are consistent. According to the clause 4.3, 4.5 and 4.6, the content and the process of SECAM evaluation from TR 33.916 [2] apply to GVNP of type 1. 
********************End of the change ***************************

