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1	Impacts
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	
	

	No
	X
	X
	X
	X
	

	Don't know
	
	
	
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item
For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	N/A
	
	
	



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	N/A
	
	



3	Justification
The security assurance work in SA3 and GSMA has gained a lot of traction in the recent years. 3GPP by now has covered all the critical functions in EPS and 5GS and is continuously working to cover new features. However, there are few issues that would benefit from further clarifications.
One issue is related to the target release of the SCAS work. The current practice now is that every time 3GPP completes the work on a set of features for a given release (say Rel-n), SA3 initiates an umbrella SCAS WID in the following release (Rel-n+1) to cover such new features. This is by necessity, since it is not possible to develop the SCAS requirements and tests in parallel to the features within the same release timeline. Observe, that this is not entirely in line with the 3GPP drafting rules since it is expected that the set of specifications belonging to the same release are self-contained. This cannot apply to the SCAS specifications (of say Rel-n) since they pertain to features specified in the previous release (Rel-n-1). Now while this is understood for anyone involved in the SCAS work, it is not documented anywhere in the methodology document 3GPP TR 33.916.
The methodology document provides also guidance on the drafting of SCASes (clause 5) as well as on the SCAS processes which is essential to our work. There are several established practices related to model skeleton, usage of draft CRs which are not documented anywhere. This is important for new comers and contributors to the SCAS work.
Therefore, clarifications and amendments related to the issues raised above are required.
4	Objective
The goal of this work is threefold.
1. Clarify and document the dependency between the security assurance specification release and the target network product release.
2. Provide any necessary clarifications (if needed) for the SCAS drafting activities such as SCAS reference skeleton, guidance on the use of draft CRs, etc.
5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	N/A
	
	
	
	
	



	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TR 33.916
	Addition of necessary clarifications related to the objectives of this WID
	TSG#98
	



6	Work item Rapporteur(s)
Ben Henda, Noamen, Huawei, noamen.ben.henda@huawei.com
7	Work item leadership
SA3
8	Aspects that involve other WGs
None
9	Supporting Individual Members
	Supporting IM name

	

	

	

	

	

	



