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1
Decision/action requested

This contribution proposes to add content to clause 5.1.

2
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3
Rationale

This contribution proposes to add the writing process overview to clause 5.1 by following the output of the TR 33.818 [3].

In addition, this contribution proposes to change the title of clause 5.1 to align with clause 5.1 in the TR 33.916 [2]. 

4
Detailed proposal

It is suggested to approve the following changes.

********************Start of the Change ****************************

5
Security Assurance Specification (SCAS) Creation

5.1

Introduction

The steps of a SCAS document (i.e. describing and modelling the network product class, defining the security problem, identifying the security requirements and test cases, verifying the security requirements) in clause 5.1 of TR 33.916 [2] is high level and general. So, these steps apply to the process of writing SCAS documents for a given virtualized network product class. According to the description of 3GPP virtualized network product class in clause 4.1, there are three types of the virtualized network product classes, when describing and modelling a given virtualized network product class,  the type of the given virtualized network product class should be considered.
NOTE: Considering the situation that type 2 and/or type 3 of virtualized product class are dependent of pre-mature specifications from other standard organization, only type 1 of virtualized product class are specified in present document.
********************End of the Change ****************************

