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1	Decision/action requested
The contribution proposes a new solution to address key issue for user consent for edge application
2	References
[1]	3GPP TS 33.501	“Security architecture and procedures for 5G system”.
3	Rationale
As described in Annex V.2 in 3GPP TS 33.501 [3], the user consent parameter which is bound to SUPI includes purpose of data processing and user consent result. However, for roaming case of edge application, there may be 3 entities, i.e. hPLMN, vPLMN and 3rd party who operates edge application. The current user consent parameter is too coarse, and may not allow user to grant consent for the specific application provider (i.e. 3rd party). Thus, this solution proposes to provide thinner granularity for user consent.
4	Detailed proposal
*************** Start of 1st Change ****************
[bookmark: _Toc107821158][bookmark: _Hlk111019082]6.X	Solution #X: User consent for edge application
[bookmark: _Toc107821159]6.X.1	Introduction 
This solution addresses the requirement in KI#Y “User consent for roaming case in edge application”. 
As depicted in Annex V.2 in 3GPP TS 33.501 [3], the user consent parameter which is bound to SUPI includes purpose of data processing and user consent result. However, for roaming case of edge application, there may be 3 entities, i.e. hPLMN, vPLMN and 3rd party who operates edge application. The current user consent parameter is too coarse, and may not allow user to grant consent for the specific application provider (i.e. 3rd party). Thus, this solution proposes to provide finer granularity for user consent.
[bookmark: _Toc107821160]6.X.2	Solution details
The UDM maintains user consent parameter, which additionally includes AF ID, other than purpose of data processing and user consent result. The enforcement point retrieves user consent parameter from the UDM. When the enforcement point enforces the user consent parameter, the enforcement point will additionally check whether the network ID of the data consumer (i.e. AF ID) is allowed based on user consent parameter.
[bookmark: _Toc107821161]6.X.3	Evaluation
The solution addresses the requirement in KI# Y “User consent for Roaming case in Edge Application”, and may be an enhancement of other potential solutions.
*************** End of 1st Change ****************
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