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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc106372383][bookmark: _Toc106364513]6.3	Security for 5G ProSe UE-to-Network Relay Communication
[bookmark: _Toc106372384][bookmark: _Toc106364514]6.3.1	General
This clause describes the security requirements and the procedures that are specifically applied to 5G ProSe UE‑to‑Network Relay communication defined in TS 23.304 [2]. The security requirements for 5G ProSe Layer‑3 UE-to-Network Relay and 5G ProSe Layer-2 UE-to-Network Relay are different and are defined in clause 6.3.3 and clause 6.3.4 respectively.
There are two security mechanism options for 5G ProSe UE-to-Network Relay: security procedure over User Plane as defined in clause 6.3.3.2 and security procedure over Control Plane as defined in clause 6.3.3.3. The 5G ProSe remote UE and 5G ProSe UE-to-Network Relay can determine the security mechanism based on the RSC as specified in clause 5.1.4.3.2 of TS 23.304 [2].
Editor's note: There are two security options for 5G ProSe Layer-3 UE-to-Network Relay: security procedure over User Plane as defined in clause 6.3.3.2 and security procedure over Control Plane as defined in clause 6.3.3.3. The choice of authentication mechanism will be defined in SA2's specification, and SA3's specification can refer to it later.
The functionality in this clause is supported by both 5G ProSe-enabled UEs for commercial services and public safety.
* * * * End of changes * * * *

