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User consent for edge computing shall comply with TS 33.501 [3] (Annex V). 
If EES, trusted by the 3GPP Core Network, is utilizing 5GC services without NEF, the EES acts as the consent enforcing entity. Otherwise, if the EES is utilizing 5GC services via NEF, theThe NEF acts as the consent enforcing entity. 
User consent architecture in the present document is only applicable when EES or NEF and data provider are operated by the same entity.
Use of location services’ privacy feature, Annex Q of TS 33.501 [3], for user consent (i.e., UE LCS privacy handled by GMLC) is applicable.
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