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1 Decision/action requested

***Proposed to approve the conclusion for key issue#2 in 5GFBS TR 33.809***

2 References

Null

3 Rationale

This pCR proposes to add the conclusion for key issue#2.

4 Detailed proposal

**\*\*\*\*START OF CHANGES \*\*\***

7.2 Conclusions on Key Issue #2

Following conclusions are made on Key Issue #2 "Security protection of system information":

1) It is concluded that Digital Signatures are used for protection of system information

Editor’s note: SA3 is yet to decide on the specific digital signature-based solution that would be taken as the basis of normative work.

2) RAN WGs, based on the inputs from SA3 during study phase (Rel-18), will decide on details on the inclusion of the digital signature in the SI framework and broadcasting periodicity.

**\*\*\*\*END OF CHANGES \*\*\***