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1
Decision/action requested

This document adds an evaluation to solution #6.
2
References

[1] TR 33.737 “Study on Authentication and Key Management for Applications (AKMA) phase 2” v0.2.0
3
Rationale

This evaluation assumes that the accompanying update of the solution #6 is agreed and adds the corresponding evaluation to the evaluation section. 
4
Detailed proposal

Start of Changes

6.6.3
Evaluation


The HAAnF retrieves the serving name of the UE and can check whether the UE is roaming in a VPLMN or not. If the AF further derives a session key from KAF, then this is also provided to the HAAnF. The HAAnF needs to be enhanced with SLAs, operator policies or corresponding contact NF (NEF or VAAnF) in the VPLMNs. Depending on the AKMA support in the VPLMN, the HAAnF provides the AKMA security context to the corresponding contact NF.
End of Changes

