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1. Overall Description:
[bookmark: _Hlk46758011]SA3 would like to bring to SA2’s attention that Key Issue #1, “Authentication and authorization for PINE” in SA3 TR 33.882 has the following requirements:
The PINE in a Personal IoT network should be authenticated.
The PINE in a Personal IoT network should be authorized.
It is worth mentioning that an entity has to be identified first in order to be authenticated and authorized. Therefore, having a PINE identifier is a necessary pre-condition for access control and other security procedures developed for PIN. 
In addition, SA1 has plenty of PIN and PINE identifier related requirements in TS 22.101 and TS 22.115 which are referenced by TS 22.261. 
SA3 would like to ask SA2 to provide feedback on the usage and definition of PIN/PINE identifiers:
· Will  SA2 address these PIN/PINE identities related requirements in SA2’s Rel-18 PIN work?



2. Actions:
To SA2:
ACTION: 	SA3 kindly ask SA2 to answer the question above and provide any feedback necessary. 

3. Date of Next TSG-SA WG2 Meetings:
SA3#109e	14 - 18 November 2022	Toulouse (FR)

