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1
Decision/action requested

This contribution proposes a new conclusion for eSBA.
2
References

NA
3
Rationale

This pCR proposes to add a new conclusion.
4
Detailed proposal

It is proposed to approve the following changes for inclusion in TR 33.875.
***BEGIN OF First CHANGE***

7.1
KI#1: Authentication of NRF and NF Service Producer in indirect communication

7.1.1
Analysis


The key issue is for studying how the 5GS can provide a mechanism that allows an NF Service Consumer to authenticate an NRF or an NF Service Producer in the scenario of indirect communication via an SCP. Three solutions (Solution #1, #6 and #13) were proposed in this regard.

Solution #1 is only applicable in a very limited scope; it does not cover model D and the case when SCP reselects another NF as NF Service Producer which is different from the targeted NF Service Producer by NF Service Consumer.
Solution #6 captures both the indirect communication without delegated discovery procedure and indirect communication with delegated discovery. However, the NF Service Producer reselection performed by the SCP may deduce to the verification failure in the NF Service Consumer side. Hence, it is suggested to remove the verification of the instance ID of the NF Service Producer in the NF Service Consumer side.

Solution #13 proposes a new SCA to verify the NF Service Producer/NRF, which will impact the existing procedure on the Model C and Model D. Hence, it is not suggested for the normative work.

7.1.2
Conclusion 


It is proposed to use solution #6 as the baseline for the normative work, in which instance ID of the NF Service Producer verification can be removed by the NF Service Consumer to avoid the potential failure issue in case of NF Service Producer reselection performed by the SCP.
*** END OF second CHANGE ***


