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1
Decision/action requested

Approve the in the new solution to 33.741.
2
References

NA
3
Rationale

This solution proposes a high-level procedure that can reduce the impact on current using security context. The AMF can determine whether to trigger the NAS SMC procedure. If the NAS SMC procedure runs with the new ngKSI, the new full native security context will take into use. Otherwise, the AMF and the UE can continue to use the existing security context.
4
Detailed proposal

********* Begin 1st change*********
5.Y
Solution #Y: Less impact on

5.Y.1
Introduction

This solution proposes a high-level procedure that can reduce the impact on current using security context. The AMF can determine whether to trigger the NAS SMC procedure. If the NAS SMC procedure runs with the new ngKSI, the new full native security context will take into use. Otherwise, the AMF and the UE can continue to use the existing security context. 
5.Y.2
Solution details
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2. primpry authentication defined in TS 31.501

3. AMF detenpines whether
to refreshNAS keys





Figure 5.Y.2-1: AMF determines whether to run NAS SMC

1. The UDM triggers the primary authentication for a UE.

2. the AMF runs primary authentication procedure defined in TS 33.501[2].

3. After the AMF receives the new KSEAF, The AMF determines whether to take the new partial native security context into use, for example, the primary authentication is triggered by the UDM that intends to refresh the KAUSF. If yes, the AMF generates the new NAS keys and sends NAS SMC message to the UE, which contains the new ngKSI and is protected by the new NAS security context. Otherwise, the AMF stores the KSEAF and the new ngKSI without triggering a NAS SMC procedure.
5.Y.3
Evaluation

TBD
******** End of change*********
