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1	Overall description
SA6 is specifying the application architecture for MSGin5G Service in 3GPP TS 23.554 for release 18. The security aspects for this service are specified in 3GPP TS 33.501, Annex Y.
However, the following security aspects are not included:
· the reference point MSGin5G-7 (see figure 5.2-1), 
· the interconnection between two MSGin5G servers (see clause 8.7.5), and
· the constrained UE and Gateway/Proxy UE (see clause 8.11)
2	Actions
To 3GPP SA WG3 
ACTION: 	SA6 asks SA3 to specify the missing security aspects for the MSGin5G service.
3	Dates of next TSG SA WG 6 meetings
SA6#51-e              10th October – 19th October 2022 	meeting
SA6#52-e              14th November – 18th November 2022 	meeting
