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	Feature / Item:
	

	Affects:
	UICC apps:
Don’t know
	ME:

X
	AN:

X
	CN:

X
	Others (specify):
Don’t know

	Expected Completion Date:
	2022‑02 (SA3 #106e)

	Service(s) impacted:
	Edge application service

	Specification(s) affected:
	TS 33.558

	Task(s) within work which are not complete:
	Authentication and authorization between EEC and EES/ECS

	Consequences if not included in Release 17:
	There will be no defined security mechanisms for the interfaces between EEC and EES and between EEC and ECS. 


Abstract of document:

The authentication and authorization between the EEC and EES/ECS is needed to be defined from the security point of view. The main mechanisms used for authentication and authorization were concluded in the TR 33.839. However, the details still need to be worked out on how to support multiple options.
This work item exception requests to extend the deadline of the SA3 EDGE work till February 2022.
Contentious Issues:

The following issues have been identified:

· How to avoid the connection establishment issue when the UE, HPLMN, EEC and EES/ECS support different authentication and authorization mechanisms. 
· How to address the key isolation issue in AKMA and GBA based solutions and EEC authentication need more discussion.
