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Abstract of document:

The TR 33.846 documents the results of the study of Authentication enhancements to the 5GS. The focus of the study is on the key issues, security requirements and solutions of (a) how to enhance the authentication process to ensure the security of session anchor keys in case the long-term key is leaked, (b) how to mitigate linkability attacks, (c) how to mitigate the impacts of potential DDoS threats due to concealing the SUPI and (c) how to mitigate the leaking of SQN values during AKA re-synchronisation.
Changes since last presentation to TSG-SA:

This is first time this document is presented to the TSG-SA. 
Outstanding Issues:

-
Editorial clean up
-
Clean up of Editor's Notes 
Contentious Issues:

None.
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