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Figure X.2.2-1: MSGin5G Client Authorization procedure
Authorization framework is shown in figure X.2.2-1. A secure connection is established between MSGin5G Client and MSGin5G Server shall be established before client authorization. The MSGin5G client in the MSGin5G UE present the access tokens to the MSGin5G server. The MSGin5G server authorizes the client for the requested services only if the access token is valid. The access token is provided by the SEAL server to the MSGin5G Client and is same as specified in TS 33.434 [xx], annex A.2.2. 
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