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1
Decision/action requested

This contribution proposes to add a conclusion on the key issue #1
2
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3
Rationale

This contribution proposes to add a conclusion on the key issue #1.

AKMA based solution can be used for authentication between UE and EES. 
4
Detailed proposal

**** START OF CHANGE ****

7.1
Conclusions for Key Issue #1

It is proposed to use certificate based TLS server authentication for EES.  
Editor’s note: further options and client authentication are FFS.
AKMA specified in TS 33.535 can be used as an option for generating shared keys between UE and EES. 
**** END OF CHANGE ****

