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1	Decision/action requested
It is proposed to add the following evaluation to the TR in [1]
2	References
[bookmark: _Hlk69729881][1]	3GPP TR 33.881 “Study on non-seamless WLAN Offload in 5GS using 3GPP credentials”
3	Rationale
This contribution proposes an evaluation of solution#1. 
4	Detailed proposal
[bookmark: _Toc257758424]******BEGIN CHANGES*****
.
6.1.3	System impact

NSWO NF: 
-	New NF which needs to support enhanced Diameter SWa protocol to access points and SBI towards AUSF for authentication.
AUSF:
-	Modifications to primary authentication Nausf_UEAuthentication_Authenticate, modifications to AUSF logic for primary authentication, modification to key hierarchy handling 
UDM
-	

UE:
-	 Support for SUCI for 5G NSWO.


6.1.34	Evaluation
This solution requires minimal changes to AUSF/UDM to support NSWO authentication. A new NF, NSWO NF is introduced to isolate AUSF from external WLAN. Existing EAP-AKA’ authentication is adapted with minimal impact on network nodes and UE and fulfiling to the NSWO requirement.

The solution proposes to reuse existing AUSF/UDM services of primary authentication for 5G NSWO. It would impact on primary authentication architecture, procedures and key hierarchy handling:
-	Technically it is feasible to use AUSF as EAP server and UDM for AV generation and SUPI Privacy for 5G NSWO. But it requires yet different logic in AUSF, e.g., to handle NSWO authentication different from primary authentication and different key hierarchy handling based on different input.
-	Assumed that a subset of SWa is required and a new reference point might be needed.

******END OF CHANGES*****
