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1	Decision/action requested
It is proposed to add the following conclusion to the TR in [1]
2	References
[bookmark: _Hlk69729881][1]	3GPP TR 33.881 “Study on non-seamless WLAN Offload in 5GS using 3GPP credentials”
3	Rationale
This contribution proposes a conclusion for Key Issue #1 (Support of EAP-AKA’ authentication for NSWO) with SUPI privacy for 5G subscribers. Evaluations of the solutions are proposed in S3-213543, S3-213545 and S3-213548. 
It should be noted that Ericsson has submitted also another contribution in S3-213552 which is independent of this proposal and which proposes a conclusion for an architecture which is already possible since Rel-16 and which does not provide SUPI privacy.  
4	Detailed proposal
[bookmark: _Toc257758424]******BEGIN CHANGES*****
.
[bookmark: _Toc513475456][bookmark: _Toc48930874][bookmark: _Toc49376123][bookmark: _Toc56501637][bookmark: _Toc82097898]7	Conclusions					
Editor’s Note: This clause contains the agreed conclusions that will form the basis for any normative work.
7.x Conclusion for Key Issue #1
The following is concluded for Key Issue #1:
-	Solution #2 (NSWO authentication using credentials retrieved from UDM/ARPF) and solution #3 (NSWO authentication using credentials retrieved from UDM/ARPF via HSS) are taken as the basis for normative work. These solutions support SUPI privacy. 
******END OF CHANGES*****
