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1
Decision/action requested

This contribution proposes to draw a conclusion for key issue #1.4 in TR 33.866

2
References

3
Rationale

This contribution proposes to draw a conclusion for key issue #1.4 in TR 33.866
4
Detailed proposal

** Start of 1st Change **
7.X
Conclusions on Key Issue #1.4

Solution #5 (Providing the Security protection of data via Messaging Framework) and Solution #15 (Protection of data sent via MFAF using existing SBA mechanisms) are recommended as baseline for normative work.

Solution #5 is recommended in case that the collected data is not requested to be formatted/processed since it satisfies the following requirements:
· confidentiality, integrity and replay protection of data transferred between the data source and data consumer via the messaging framework in case that the collected data is not requested to be formatted/processed, 

· confidentiality, integrity and replay protection of the new interfaces between 3GPP entities and MFAF by using existing SBA mechanism.
It provides more secure communication and implements the need-to-know principle, i.e., if MFAF does not need to access the data to process it, then it is not necessary to allow the MFAF to access the data. 
Solution #15 is recommended in the other case since MFAF needs to access the data. This solution satisfies the security requirements as well.
** End of 1st Change **
