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1
Decision/action requested

This contribution proposes the conclusion for KI#2.
2
References

[1] TR 33.839 v040

3
Rationale

It is proposed to add the clause 4.
4
Detailed proposal

It is suggested to approve the following changes.

***************************Start of change ****************************

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".

[3]
3GPP TS 33.501: "Security architecture and procedures for 5G System".

[4]
3GPP TS 33.187: "Security aspects of Machine-Type Communications (MTC) and other mobile data applications communications enhancements".

[x]
3GPP TS 23.558: "Architecture for enabling Edge Applications."


***************************End of change****************************

4
Overview of the security architecture

The overall application architecture for enabling Edge Applications that is given in TS 23.558 [x], includes several entities, such as 3GPP core network, Edge Enabler Client (EEC) deployed in the UE, Edge Configuration Server (ECS), Edge Enabler Server (EES), and Edge Application Server (EAS). For the application architecture for enabling Edge Applications, the architecture is defined in TS 23.558 [2] as shown in the figure, 
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Figure 4-1: Architecture for enabling edge applications - reference points representation
This specification captures the following aspects of the security architecture:

· Security for the EDGE interfaces: the set of security features that enable network nodes to securely exchange signalling data and user plane data.
· Authentication and Authorization between EEC and ECS/EES: the set of security features that enable the EEC and ECS/EES to be authenticated and authorized with each other.
· Authentication and Authorization between EES and ECS: the set of security features that enable the EES and ECS to be authenticated and authorized with each other.
· Authentication and Authorization in EES capability exposure: the set of security features that enable the NFs to be authenticated and authorized with the EES in EES capability exposure.
· Authentication and Authorization in 3GPP Core Network capability exposure: the set of security features that enable the NFs to be authenticated and authorized with the 3GPP Core Network in 3GPP Core Network capability exposure.
***************************End of change****************************
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