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[bookmark: _Hlk7353736]The EAP authentication framework is supported by the 5GS as described in clause 6.1.1.2. 
The UE and the serving networkSNPN may support 5G AKA, EAP-AKA', or any other key-generating EAP authentication method. 
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