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*** BEGIN CHANGES ***
[bookmark: _Toc19634879][bookmark: _Toc26875945][bookmark: _Toc35528712][bookmark: _Toc35533473][bookmark: _Toc45028826][bookmark: _Toc45274491][bookmark: _Toc45275078][bookmark: _Toc51168335][bookmark: _Toc67389241]13.2.4.9	JOSE profile
SEPPs shall follow the JWE profile defined in TS 33.210 [3] with the restriction that it shall only use AES GCM with a 128-bit or 256-bit key. The security considerations for the use of AES GCM in section 8.4 of RFC 7516 7518[59] shall be taken into account. In particular, the same key shall not be used more than 232 times and an IV value shall not be used more than once with the same key.
SEPPs and IPXs shall follow the JWS profile as defined in TS 33.210 [3] with the restriction that they shall only use ES256 algorithm.

*** END CHANGES ***


